Frequently Asked Questions

These questions were asked during the initial Engineering Workshops conducted in August - September 1999.  While every possible effort was made to answer these questions during the workshop, answers are also provided here for your information.  The questions are grouped under the following headings, which may be used to go directly to the applicable section of this document.  If you wish to discuss any of the answers provided, you can contact either Mike Ferraro at (703) 428-0949 or Paul Strong at       (617) 753-4242.

Acquisition Reform and Resources
Civil / Military Integration (CMI)
Configuration Management / Technical Data
Contractor Self Oversight (CSO)
Early Contract Administration Services (ECAS)
Engineering Surveillance



 HYPERLINK  \l "ILS" 

Integrated Logistics Support (ILS) & Contractor Logistics Support (CLS)

Lean Initiatives
Manufacturing Engineering
Metrics and Technical Performance Measurement (TPM)
Performance Based Contracting (PBC)
Program Integration
Risk Management
Specifications and Standards Access
Systems Engineering Capability Model (SECM)
Acquisition Reform and Resources

1. How are resource requirements of One Book revisions accounted for?  More and more requirements can be added, but if you don’t add sufficient resources, the benefit of the changes to the customer is minimal.

2. Has anyone estimated the number (or average number) of engineering man-hours it would take to support any one of the workshop topics?  Also, based on the man-hours required, has anyone determined what the average number of engineers would be required to support these topics at an average CAO?

The impact of changes on resources is always a consideration, but is very difficult to estimate.  The best way to handle it is locally.  And this will depend on the risk assessment you make and the way you choose to handle that risk.  District sponsored Resource Reviews can help determine the number of personnel you need for the work and policy requirements you have. 

Most of the changes discussed during the workshops change the way we do things and should have minimal resource impact.  The changes made to the Systems Planning, Research, Development & Engineering (SPRD&E) chapter were:  the adoption of a risk management approach; requiring the use of technical performance measures (TPMs); requiring personnel to be aware of Earned Value Management System (EVMS) control account status; and asking that personnel be familiar with Acquisition Reform and Business Initiatives (AR&BI) and their impact on engineering.  Risk Management is being done across all of DCMC.  For us, it will replace much of what we were doing for surveillance planning.  TPMs are just a method to track requirements.  It has been around a long time, and many contractors already employ them.  It may be a change for some people, but training will be provided in the engineering workshops, and as we address TPMs as a metric.  Knowing the status of EVMS control accounts is something we should always have been doing.  We have put it in the chapter as a requirement so personnel will see the link between performance on technical requirements and the impact on cost and schedule.  The AR&BI areas are those we are asking people to familiarize themselves with, and we are providing material in the workshops for that purpose.  This information is also available on the Technical Operations homepage.  

Other than some training in Risk Management and an orientation on TPMs, there's some reading to do and a reemphasis on EVMS.  Surveillance plans will largely be accomplished through the use of the Risk Assessment and Management Plan tool (RAMP), so some time will be freed up from "writing" surveillance plans.  Quite a bit of separate IOA preparation time should also be eliminated.  And RAMP will eventually replace Performance Based Assessment Model (PBAM), so the time spent there should also be reduced greatly.  Having said all this, we are currently addressing resourcing, and how we do surveillance and risk management on space and satellite programs, and are analyzing this approach for possible use across DCMC.  In addition, we are analyzing the areas where engineers spend their time and looking at how they are utilized.  We are trying to determine if there is a shortage of technical personnel available to perform the engineering tasks called out in policy, especially those key processes or systems that have been assessed as high or moderate risk.   See the response to question #28.

3. How can IPT pricing be done correctly if the manpower does not exist to support this effort?


IPT Pricing is a high priority within DoD and DCMC.  CAOs should assign the appropriate resources to support our customers.  It is also incumbent on CAO management to continually prioritize work assignments, and align available resources.  Long term FTE and other resource shortfalls should be addressed using the Business Case procedures.
4. If upper management is supporting acquisition reform, and they are fully aware of the “potential” for DCMC Engineering responsibilities – Why are we still downsizing?

Of course, one of the tenets of acquisition reform is "better, faster, cheaper," and the cheaper part comes, in part, from not needing as many people.  And as you know, downsizing requirements in the form of budget cuts, comes from those above our "upper management."  In the past, our management has cut personnel last, after exhausting all other avenues to meet budget requirements.  Also, as you noted, these are “potential” engineering responsibilities that may need to be performed if you are involved in one of the AR&BI areas.  Many of these are transitional type initiatives, where we are just changing the way we do business, like with Contractor Logistics Support.  As I said in my answer to question one, I don't think anyone can say with confidence what the right level of engineering support needs to be at each location or overall.  It's an estimate, and as such, I would expect you would see corrections made to personnel estimates, as we understand these responsibilities better.  Risk Management also enters into the equation here, as we try to balance the risk we are willing to take or transfer.  This will affect our perception on what is the right workforce size.

At the DCMC Group Leaders Conference in February 1999, Mr. Thomas Brunk, Deputy, DCMC, reported on the downsizing and its effect on functional specialists.  While our cuts have been significant, we have not been cut to the same degree as other functional specialists:

	
	1990
	FY 99
	Percent Change

	GS-1910s
	9,512
	3,574
	-62.43%

	GS-1103s
	695
	347
	-50.07%

	GS-1150s
	1,438
	743
	-48.33%

	GS-08XXs
	1,605
	891
	-44.49%

	GS-1102s
	4,169
	2,367
	-43.22%


5. How many engineers are there in DCMC/DoD?  What's the breakdown by job series?

In November 1998, there were over 44,000 engineers in the DoD acquisition workforce, 29.5% of the total DoD acquisition workforce.  In June 1999, DCMC had 855 engineers, 7.1% of the total DCMC workforce (includes personnel which are not part of the acquisition workforce).  The DoD workforce categories do not exactly match the DCMC breakout.  Missing engineering series show up in "other".

	
	DCMC
	
	DoD Acquisition and Technology Workforce

	
	30-Jun-99
	
	31-Mar-98

	0801 - General Engineer
	213
	24.9%
	
	7,303
	16.6%

	0803 - Safety Engineer
	1
	0.1%
	
	
	

	0806 - Materials Engineer
	2
	0.2%
	
	
	

	0810 - Civil Engineer
	0
	0.0%
	
	2,800
	6.3%

	0830 - Mechanical Engineer
	53
	6.2%
	
	6,382
	14.5%

	0840 - Nuclear Engineer
	7
	0.8%
	
	
	

	0850 - Electrical Engineer
	7
	0.8%
	
	
	

	0854 - Computer Engineer
	52
	6.1%
	
	
	

	0855 - Electronics Engineer
	271
	31.7%
	
	15,833
	35.9%

	0861 - Aerospace Engineer
	109
	12.7%
	
	3,214
	7.3%

	0896 - Industrial Engineer
	140
	16.4%
	
	
	

	other
	
	
	
	8,585
	19.5%

	Total Engineers
	855
	
	
	44,117
	


6. New initiatives are promising, but DCMC engineers possess ADP equipment that cannot handle additional programs/data.  Other functional specialists are given the new computers, and the older ones handed down to the engineers.  What is the solution?

The solution is to convince local management to change the distribution.  DCMC plans to replace computers every three years, one third each year.  Distribution of the new computers to the CAOs is based on the age of their computers.  Within the CAOs, the CAO management decides how the computer resources will be distributed.  If you have a need for more advanced resources, you must convince your local supervisor/Group Leader that your computer resources are inadequate and that they need to provide you with a new computer.  It is the engineer's responsibility to inform management of their unique needs (programs and large databases) that require additional computer resources.  There are many other functional specialists in remote locations that face the prospect of not only having old equipment but an inability to connect to various DCMC databases.  DCMC is trying to address those problems it controls and others are up to the local administration.

7. Can you provide us (class attendees) a list of referenced websites of all these topics discussed in class?  It would be helpful for us to read and use it later on as needed.

The engineering Senior Functional Advisor (SFA) page (http://www.dcmc.hq.dla.mil/dcmc_o/ob/engin/sfaeng.HTM) should have all the links mentioned in the workshop.

8. In the age of insight replacing oversight, please define insight.  Many of the new initiatives in the One Book presented at this conference seem to go against this new direction and imply oversight.

9. Aren't we getting out of the "influence" business and moving toward "insight" - providing information to people who need it (buying offices)?  We are allowing the contractor the leeway to do things how they want and we assess the risk of what they are doing.  

This is a good question and I can readily understand your confusion.  It comes from the fact that DCMC is an organization with oversight-type responsibilities.  We have tried to change the way we do our oversight to a method that employs more data analysis and more teaming with the contractor and customers.  This leads to more proactive involvement and being better informed, so we can improve our decision making and provide better customer support.   It's a streamlined approach to oversight that we couple with risk management and we call it "insight".  We focus on what's important and what the customer requests, instead of looking at everything all the time.

10. Is software surveillance training required for engineers?  

All engineers who perform software surveillance need to be enrolled in the Software Professional Development Program.  The amount of training they need to complete is related to the type of activities they are conducting.  Those with limited involvement may only need to complete the requirements of Level I, the Introductory Level of training.  Those who perform a broad spectrum of activities related to Software CAS need to complete Level II, Journeyman training, at a minimum, and, at their management's discretion, may elect to pursue Level III training.

11. Where do you see the future of engineers in DCMC?

Like many of the functions performed in DCMC, we are transitioning to a risk-based approach.  This approach is based on requirements and the ability of contractor key systems and processes to meet customer performance goals. The ability to meet requirements and performance goals is either the direct result of the goodness of the design or are highly influenced by the design approach.  In addition to the technical performance requirements, there are cost and schedule requirements that are usually closely tied to technical performance.  When technical performance isn't met, cost, schedule, or both usually experience negative variances.  

We are linking ourselves closely to earned value and the effect of engineering decisions on program or contract cost and schedule performance.  We are emphasizing using technical performance measures to predict risk.  We are providing (and have provided) tools and training to determine process and systems maturity and capability.  Now it's a matter of doing it.  It's also important to continue to meet customer needs on demand tasks.  So the challenge is how we divide our time and energy to accomplish it all.  A part of that is group leaders' understanding of the engineering mission (we are making a presentation at the group leaders’ conference in Feb 00).  We have a long way to go but are well on our way, and the key will be how we integrate our capabilities with the QA, PI, IS, and EV communities.  

DCMC recently participated in an Office of the Secretary of Defense (OSD) exercise to determine what the future acquisition workforce will work on, look like, and need to know.  This included getting down to the competencies they would have to have to perform these future duties.  Some of the vital competencies the engineering workforce would need were: ability to operate in an Integrated Product and Process Development (IPPD) environment; understanding total ownership cost; and ability to use the systems engineering process to reduce risks and control costs.  Others were: ability to perform parametric analyses; understanding modeling and simulation; understanding open systems and architectures; understanding the evaluation, assessment, development, and integration of software products and their effect on the acquisition of new systems; and understanding how to perform comprehensive risk analyses and risk assessments.  Many of these areas are those we emphasized during the workshops.

Civil Military Integration (CMI)

12. How do SPIs get approved?

SPIs are reviewed and approved by the Management Council.  The Management Council is the forum required by DoD 5000.2-R, paragraph 5.9, and the DCMC One Book, CMI/SPI and Management Council chapters.  The composition of the Management Council is described in both of these documents.  Typically: 
· The contractor formally submits an SPI concept paper to the DCMC ACO.  Recommend that the "Lesson Plan for Writing Concept Papers" (http://www.dcmc.hq.dla.mil/Memos/Info/99_ltrs/dc99-52.htm) and http://www.dcmc.hq.dla.mil/Teaminfo/ap2i/resource.htm (AP2I Guidelines for Concept Papers) be used by the contractor in developing the paper.

· The ACO is required to ensure that the cost benefit analysis is adequate. This means that the analysis is based upon empirical data.  Use the “Lesson Plan for Writing Concept Papers” as a guide to the review.  This review, combined with earlier IPT teaming with the contractor, tends to improve the likelihood of a concept paper being approved on a “first pass” through the Management Council.    

· The ACO distributes the concept paper to the Management Council members for their review, and coordination within their component.  The members are then required to reply back to the Management Council with an approve or disapprove decision within 60 days.

· The concept paper is coordinated with each key customer Component Team Lead (CTL). The CTL is responsible for obtaining consensus within their component. Legal review at the CAO shall be obtained, with additional legal review provided at the District level as necessary.    

· Upon agreement, ACO and contractor sign the concept paper, and the ACO modifies the     

Contracts.     

For additional information, please visit the DCMC CMI Web Home Page <http://www.dcmc.hq.dla.mil/onebook/0.0/0.2/CMI.htm>.  The SPI and Management Council One Book chapters more fully describe this process and may be worthwhile reviewing for additional information. 

13. What  is the proper criterion for SPI requests?

 Contractors are encouraged to submit concept papers describing the processes  that will permit uniform, efficient facility-wide management and manufacturing systems in lieu of multiple, government-unique processes.   

Concept Papers should be brief, yet definitive. Concept papers should specifically identify the existing contractual requirement that is to be replaced or modified. Papers should also identify contracts and customers impacted if the paper is approved. 

A “definitive” concept paper includes the elements needed to effectively evaluate a proposed change and allow rapid judgment by the Administrative Contracting Officer (ACO).  These elements generally include:

· A description and short summary of the process to be considered

· A developed methodology to move to the proposed common process and a schedule for transition

· An explanation of how the contractor will implement the process. How does the contractor propose to maintain quality and schedule during the transition

· Identification of the proposed metrics that will be used to measure effectiveness and compliance. How will the contractor demonstrate acceptability and reliability (technical feasibility) of the process?

· A rough order of magnitude cost benefit analysis (to include current and future costs and savings).  Will implementation be advantageous (cost effective) to the Government.

· An explanation of the impact on existing contracts and an assessment of future impacts. What is the impact (program risk) to the Government and the contractor if the proposal is approved/disapproved?

· An assessment of changes required in the Government’s involvement in the process

· An explanation of the required statutory/regulatory/contractual changes.

The description should be in sufficient detail to enable the Government to determine if a more detailed cost impact proposal for current contracts will be required. 

Further policy and guidance concerning the submission and content of SPI concept papers is contained in the following:

· CMI/SPI One Book Chapter http://www.dcmc.hq.dla.mil/onebook/0.0/0.2/CMI.htm
· USD(A&T) Memo dated 12/8/95 http://www.dcmc.hq.dla.mil/dcmc_o/oc/Spi/plcyosd.htm
· DCMC Info Sheet # 2, Guidelines for Preparing a Concept Paper http://www.dcmc.hq.dla.mil/dcmc_o/oc/Spi/files/INFO/info2.pdf
· Lesson Plan for Writing Concept Papers http://www.dcmc.hq.dla.mil/Memos/Info/99_ltrs/dc99-52.htm
14. Can an SPI for a lower tier supplier change the contract or go against the contract of a prime? 

An approved SPI for a lower tier supplier changes only that supplier's prime contracts.  On the subcontracts, the prime contractor(s) usually has the option  of implementing the SPI without further government review/approval.  Therefore, the contracts of the prime contractor are affected if the prime contractor wants the SPI implemented on the subcontract.

Subcontractor implementation of SPI activity has been a difficult issue from the beginning because, the government has no contractual relationship with a subcontractor. .  On two separate occasions during the 1996-1997 time frame, OSD chartered teams from  DoD and industry personnel to study and recommend improvements that would make the SPI process work for subcontractors.  Dr. Kaminski, then  USD (A&T), issued guidance memos dated September 3, 1996 http://www.dcmc.hq.dla.mil/dcmc_o/oc/Spi/files/Policy/prime.pdf and May 16, 1997 http://www.dcmc.hq.dla.mil/dcmc_o/oc/Spi/files/Policy/May1697.pdf. 

Basically, subcontractors may submit SPIs directly to their cognizant CAO that impact any prime contracts they have directly with DoD; however, they must submit proposed SPI changes affecting subcontracts/purchase orders to their prime contractor for review and approval.  If the SPI proposal is subsequently approved by the DoD prime contract customers of the subcontractor, additional DoD customer approvals are not required if the prime contractor elects to allow/approve the SPI for use on their subcontracts/purchase orders with the subcontractor.   Contract requirements are normally  flowed down through the prime contract to subcontracts/purchase orders.  The  customer (Buying office) should be consulted as to  their approval status. 

Configuration Management / Technical Data

15. I heard you say that the Technical Data chapter was going to be combined with configuration management.  Why?  Isn’t there two parts to technical data: (1) delivery tracking and (2) acceptance/approval recommendations?  Wouldn’t it be better to combine it with the ILS chapter?

Depending on your viewpoint, this subject could have gone in a number of other one book chapters, including ILS, as you have mentioned, and the SPRD&E engineering chapter.  I did a lot of research and chose the CM chapter for two reasons.  First, the current Deliverable Technical Data one book chapter says that its surveillance plan can be included as a part of the CM surveillance plan.  Second, technical data generally takes the form of either a technical manual or a Technical Data Package (TDP), which consists of the design drawings, among other things.  This is all under configuration control, and the worthiness of the package in meeting customer requirements is in its accuracy and completeness.  When there are problems with the TDP, they are resolved through issuance of Engineering Change Proposals (ECPs), which of course fall under the CM chapter.  That was my logic in choosing CM as the place for the policy discussion on technical data.  

16. Please address MEARS and its relation to ACTS.  Why don’t we (DCMC) use MEARS?  Where can we get more information on MEARS?  What major programs have implemented MEARS/CMIS; is CMIS used by contractors or DOD program offices/buying activities to control CM? 

Multi-User ECP Automated Review System (MEARS) was originally developed as a result of the Department of Defense (DoD) Continuous Acquisition and Life-cycle Support (CALS) initiative by the MICOM CALS Office. Their studies demonstrated potentially large savings in the area of ECP automation. MEARS also supports Requests for Waivers (RFWs), and Request for Deviations (RFDs). Future plans include incorporating all change control documents.  

MEARS provides the ability to integrate engineering drawings, sketches, charts, documents, etc. into the electronic document where they can be viewed with the built-in image viewer. Comments, suggestions, etc. can be electronically added to the scanned images by each of the authorized reviewers. Reviewers can make and review redlines on each drawing, including circles, boxes, lines with arrows, and text. Authorized ECP reviewers may file comments electronically and those comments are stored with the ECP where they can be viewed by other reviewers.  Further information is available at the MEARS home page: http://www.mears.redstone.army.mil/.

Configuration Management Information Systems (CMIS) was derived from an application designed for the Military Sealift Command (MSC) to manage the logistics support and configurations of its fleet. CMIS uses Oracle relational database technology to integrate the requirements associated with the CM, engineering, logistics, and pre-procurement disciplines. This integration offers a seamless view of the relationship between a part, its documentation, and associated attributes. CMIS supports the Configuration Identification (CI), Configuration Control (CC), and Configuration Status Accounting (CSA) functions of CM.

CMIS is designed to interface with existing systems that facilitate the collection, storage, manipulation, and use of CM, engineering, logistics, and procurement technical data. CMIS interfaces with MEARS, JEDMICS, and other legacy databases and systems. 

Further information is available at the CMIS home page: http://www.nawcsti.navy.mil/cmis/index.htm.
Automated Configuration Tracking System (ACTS) is a DCMC developed system for tracking and commenting on configuration changes.  It is designed for DCMC internal use only and provides metrics related to configuration changes.  Unlike ACTS, MEARS and CMIS are designed to contain the complete ECP/RFW/RFD, which is input by the contractor and electronically transmitted to the buying activity.  DCMC Headquarters is looking at these applications as possible replacements for ACTS.  The MEARS and CMIS systems have not handled a large volume of Class II ECPs and minor RFWs/RFDs, and our network infrastructure cannot handle their volume of supporting information.  Also, we do not want to be inputting these actions if the contractor is not willing to use these applications.  DCMC Headquarters is investigating ways of transferring information between these systems electronically.  If the contractor and buying activity are using one of these systems, DCMC personnel could also use the system to populate ACTS.

	MEARS Implementation
	CMIS Implementation

	Air Force Implementations 

· Patrick AFB 

Eastern Test Range * 

· Team Hawk 

Army Implementations 

· U.S. Army AMCOM 

PATRIOT Missile Program 

MLRS (Multiple Launch Rocket System) 

TMDE/IFTE (Test, Measurement & Diagnostics Equipment/Integrated Family of Test Equipment) 

AGMS (Air to Ground Missile Systems - Hellfire, Laser, Longbow) 

HAWK Missile Program 

Blackhawk (Team Hawk) 

MEARS (Software Change Request (SCR) Process) 

· TACOM 

Program Management-Combat Mobility Systems 

Program Management-Bradley 

M113 Family of Vehicles 


Marine Corps Implementations 

· Marine Corps Logistics Base - Albany 

· Marine Corps Logistics Base - Quantico 

· Team Hawk 
	Navy Implementations 

· NAVAIR 

F/A-18 * 

H60 Program (Team Hawk) 

· Point Magu 

Bombs Weapon System 18 

Hellfire (Support to Army Air to Ground Missile System) 


Coast Guard Implementation 

Team Hawk
Defense Contractor Implementations 

· Lockheed Martin - Dallas 

· Lockheed Martin - Orlando 

· Metters Industries 

· Northrop Grumman 

· Raytheon Corporation 

· Rockwell Inc. 

· UDLP - York 

· UDLP - Santa Clara 

· Boeing North America 

· Sikorsky Aircraft 

· General Electric Aircraft Engines 

· McDonnell Douglas 

* MEARS implemented at this site as part of CMIS

	Air Force

· Patrick AFB

· Brooks AFB

· Kelly AFB

· Peterson AFB

· Wright Patterson

· Robins LAC

· Cape Canaveral

Army

· TACOM

Marine Corps

· Bath Iron Works

· MSC HQ

· MCLB Albany 

Navy

· NADEP JEX 

· NADEP NI

· NADEP CP

· NAVAIR PAX River

· NSWC Crane

· China Lake

· Pensacola

· Point Mugu

· Port Hueneme

· TSD Orlando




Contractor Self Oversight (CSO)

17. Why are we doing this (CSO)?  Risk is too high/conflict of interest.  What has been experience with CSO good and bad - need details.

In these lean times, we need to explore all possibilities for reducing resource requirements where risks may be low, so we can use the resources where the risks are high. This concept emanates from the Contract Administration Reform Process Action Team Report dated February 1995. The CSO program allows “quality contractors” the opportunity to have their personnel perform selected surveillance functions in lieu of DoD personnel. Under CSO, contractor personnel provide routine manufacturing and product assurance surveillance, in lieu of direct DCMC in-plant surveillance. It is essential to realize that CSO can only be used when the DCMC Contract Administration Office (CAO) and the customer(s) have confidence in the contractor’s ability to provide the necessary surveillance and when it will not result in additional cost to the Government.

The Joint Aeronautical Commanders Group(JACG) requested the Aviation Engineering Board (AEB) to take the lead in determining the feasibility of expanding CSO to include engineering functions.  A joint JACG and Aerospace Industries Association (AIA) team has been tasked to study the potential of reducing the cost of ensuring contract compliance for areas where the risk of doing so is minimal/acceptable.  Pilot studies have been contemplated, but no final decision has been made.  DCMC has questioned the value of engineering CSO since only a few contractors/buying activities have embraced manufacturing and product assurance CSO.

18. Overlap with Open Systems?  

Contractor Self Oversight and Open Systems are two entirely different and unrelated initiatives.  CSO relates to the method of contract oversight, whether DCMC or the contractor will perform it.  Open Systems deals with product characteristics - does the design of the weapon system use common and generally accepted interfaces.

Early Contract Administration Services (ECAS)
19. Need a clear definition (ECAS) - it gets blurry between Early CAS, IPT Pricing, Alpha Contracting, etc.  Also. How are these assignments doled out? 

The One Book states that "Early Contract Administration Services (Early CAS) is the teaming effort between DCMC and buying commands early in the acquisition process (typically prior to the preaward stage). Specifically, DCMC teams with buying activities to help them plan acquisition strategy, develop Requests for Proposal (RFPs), structure contracts, conduct source selection (e.g., past performance/performance risk assessment, cost/price analyses, etc.), and conduct sole source negotiations (e.g., "IPT Pricing", "ALPHA Acquisition", "One Pass", etc.)."  ECAS, therefore, includes IPT Pricing and Alpha Contracting.

Requests for Early CAS support may be received by any DCMC organization.  The activity receiving a request is responsible for ensuring that support is provided. When a request is received, the receiving activity verifies that it is the appropriate organization to support the effort. The receiving activity may coordinate with other organizations to obtain resources, if necessary, and to form support teams. Geographical CAO pools of resources for ECAS have been established and are managed by the DCMC Early CAS Help Center at DCMDE, DSN 955-4079 or (617) 753-4079.
Engineering Surveillance

20. Should engineers be reviewing all contracts for engineering requirements?

The One Book requirement in the SPRD&E chapter is that "A certified SPRD&E person or designated technical specialist/engineer shall review the contract, modifications, Memorandum of Agreement (MOA), or Letter of Delegation for systems engineering, engineering management, design engineering or research and development requirements."  Other engineering One Book chapters have similar requirements.  

These requirements can be met by having engineers review all contracts, but this is often uneconomical.  A two-stage approach frequently works best when most small contracts have no engineering requirements.  Small dollar value contracts can be reviewed for engineering requirements by QASs or other personnel, who have to look at each contract.  If a QAS or other personnel find any of the engineering requirements they have been instructed to look for, they notify an engineer.  Engineers, then, only review large dollar value contracts, ACAT I and II contracts, and contracts forwarded by QASs or other personnel.  This two-stage process is frequently the most economical process for contract review.

21. To answer the question(s) “What DCMC engineers do?” Or “Do we need them?” etc., suggest that a survey of what DCMC engineers do be perform by sending out survey cards and ask each engineer to state of his/her daily/routine/special tasks, assignment, projects.
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Although PLAS does not let us segregate by job series, it still provides a good handle on where engineers are spending their time.  Our best data is from FY98, when PLAS still had separate program codes for: Integrated Logistics Support (ILS), Waivers and Deviations, Reliability and Maintainability, Work Measurement, Manufacturing Technology Program, Material Review Board, Parts Control Program, Government-Industry Data Exchange Program (GIDEP), Value Engineering, Deliverable Technical Data, and Rights in Technical and Other Data and Copyrights.

	Primary Engineering Processes (for PLAS analysis only)

	· SPRD&E
	· TSNs
	· CM

	· ECPs
	· T&E
	· W&D

	· ILS
	· Tech Data
	· Work Msmt

	· Rel & M
	· GIDEP
	· Value Eng

	· Parts Ctrl 
	· Man Tech
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As you can see, systems acquisition contracts and supply contracts account for a majority of the engineering hours.  However, the engineering workload changes significantly as shown by the following process breakdown for these two contract types.  

This PLAS analysis, however, does not give engineering involvement on many of the acquisition initiatives that are in this workshop.  We are reluctant to perform a data call, asking CAOs to collect this type of information and report it to the Districts/Headquarters.  The benefits do not substantiate this type of effort.  As a compromise, we asked the engineering workshop attendees to complete a questionnaire on the acquisition initiatives.  The results are shown below, sorted by the percent of questionnaires which identified an engineer was involved at their CAO in the acquisition initiative:

	
	On Contract
	Contractor Using
	CAO Involved
	Engineer Involved
	Don't Know

	Early CAS
	33%
	44%
	79%
	63%
	6%

	IPT Pricing
	29%
	44%
	61%
	58%
	26%

	Technical Performance Measures
	31%
	42%
	42%
	43%
	29%

	Performance-Based Contracts
	47%
	43%
	56%
	42%
	24%

	Performance-Based Payments
	42%
	40%
	50%
	29%
	25%

	Parametric Cost Estimating
	10%
	32%
	36%
	42%
	35%

	Contractor Logistics Support
	35%
	36%
	42%
	31%
	29%

	Lean Initiatives
	7%
	29%
	33%
	26%
	43%

	Open Systems
	14%
	21%
	17%
	21%
	49%

	Modernization Through Spares 

(Continuous Technology Refreshment)
	10%
	22%
	19%
	21%
	51%

	Commercial Contracts (FAR Part 12)
	25%
	26%
	31%
	18%
	40%

	Systems Engineering Capability Model 

(SE-CMM, SECAM, & EIA-731, SECM)
	7%
	10%
	8%
	17%
	57%

	Processes for Engineering a System 

(EIA-632)
	3%
	6%
	8%
	10%
	56%

	Integrated Digital Environment 
	8%
	17%
	14%
	13%
	54%

	Enterprise Resource Planning (ERP) 
	3%
	6%
	4%
	1%
	56%

	Multi-User ECP Automated Review System (MEARS)
	1%
	6%
	7%
	4%
	49%

	Configuration Management Information System (CMIS)
	8%
	19%
	17%
	17%
	31%

	Simulation-Based Acquisition 

(Modeling and Simulation)
	11%
	21%
	15%
	13%
	53%

	Civil Military Integration
	14%
	21%
	26%
	13%
	51%

	Total Ownership Cost 
	7%
	10%
	10%
	6%
	56%

	Cost As An Independent Variable
	18%
	24%
	22%
	21%
	44%

	Contractor Self Oversight
	11%
	17%
	28%
	6%
	31%


22. When will engineering tasks be prioritized?  Eliminated?  

Engineering tasks are prioritized at the local level, either by the engineer, supervisor, or both.  And of course, the customer, both internal and external, can influence what work gets done when.  I would think tasks get eliminated when they no longer provide value or simply are no longer requested.  The more likely scenario is that certain tasks will get de-emphasized through risk management.  I think you are mainly talking about demand tasks that come in as specific parcels of work that needs to be done.  These are defined by a suspense or an agreement, such as a MOA.  Risk management would apply to work we do to ensure contractors have the capability to meet requirements, such as review and analysis of contractor key systems and processes, which give us insight into current or future performance.  We modify our approach based on our assessment of risk.

23. I am clear on what to do for the demand level initiatives but I am not quite clear on what to do for the other two buckets (system and program).  

Demand level tasks are clear because they reflect a specific request or area that won't be acted on until tasked.  And then, how we respond is generally known or mapped out ahead of time.  There is more discretion in how and when we approach system and program level work.  Program level initiatives are applied to specific programs and/or contracts.  For example, Earned Value and TPMs are tracked against the milestones of a specific contract.  System level initiatives apply across multiple programs/contracts.  An example would be capability models where you look at the contractor's policies, procedures and implementation across all programs.

When we grouped the AR&BI modules, we chose to do so by using a program, system, and demand level breakout.  This was done because we believe all engineering work falls into one of these three areas.  However, this doesn't mean the breakout area each module was put in is the only area that these modules relate to.  It was our best estimate and some of these modules clearly apply to more than one breakout area (program, system, demand).  As far as what to do…each module has a chart at the end that says what the notional engineering tasks are.  This is what you might be expected to do if that module's area or information was requested by someone, or acted on by you.  The specifics on what to do, how to apply policy like the SRM or SPRD&E one book chapters, or how to apply a tool, like the SE CMM for instance, is what we are trying to accomplish through the workshops.  In addition, there will be training associated with the SRM chapter and the new Risk Assessment and Management Program (RAMP) tool.   We can assist anyone who needs help, as can the district process champions and the engineering SFAs. 

24. I suggest you tailor your One Book SPRD&E requirements by program phase.  Give a breakdown of suggested/required activity by phase.  

In general, what I wrote in the SPRD&E one book chapter, as policy requirements, are not phase dependent.  It follows what is in the SRM chapter and maps out a risk management approach for engineering, that is applicable for whatever phase of the acquisition cycle you find yourself doing the work.  One exception to this was TPMs.  It was suggested during the pilot workshops that the work we ask people to do in the area of technical performance measures be specifically associated with the PDRR and EMD phases of the acquisition cycle.  We changed the policy to reflect this.  Also, the AR&BI modules are grouped by acquisition phase on the same chart (currently #21) that groups them by program, system, and demand tasks.  

25. Is a condensed version of this workshop going to be presented at upcoming commander's conference?

We were not on the agenda for the November 1999 Commander's conference.  But we intend to prepare presentations for two upcoming group leaders' conferences for the second and third quarters of FY00.  We are going through a material revision cycle based on the comments we received from the four pilot workshops.  When this is complete and we have the SPRD&E chapter released, we will take whatever opportunity presents itself to brief DCMC leadership or personnel on the engineering mission.

26. Please recognize the role of an SPI/engineer and address that role.  We are not all PIs or engineers on major weapon systems.

The role you play is an important one, especially when you consider that well over 50% of all money spent on major programs is spent on subcontractors.  The SPRD&E and SRM chapters were written to accommodate the geographic and plant locations, and prime as well as subcontractors.  Your risk assessments and handling plans may be addressing risks that give insight into subcontractor performance and how well the prime is managing their subs.  This is valuable information for the geographic or plant location that may have written you an LOD because you are at a major sub.  But the general approach is the same for both types of locations.  We have had comments at these workshops, and on the SPRD&E chapter, at both ends of the spectrum.  People have said they finally can see that we are addressing geographic location concerns, and others say it is obvious this stuff only applies to plant locations.  I guess that means we must be close to the target.

27. Why not put all engineering-related One Book efforts under a single chapter (e.g., put configuration management, EVMS, etc., under SPRD&E)?   Why no section number for GIDEP?

We have gone through an exercise at DCMC headquarters to determine if we can reduce one book chapters.  I did extensive research on the subject for all the engineering related chapters (EV is not one of those).  There is some combining that will be done, but not all of the chapters will or could go under SPRD&E.  It would be much too unwieldy because of the way we are organized, with one process owner for each chapter.  So we looked at what made sense from a workload, acquisition management, and functional similarity standpoint.  We also looked in the DoD Deskbook and looked at how companies organized their various engineering functions.  


The result was to combine deliverable technical data with configuration management.  I've already discussed this reasoning above and I'm sure you're aware that many companies have separate configuration management departments, even though many personnel may be engineers.  So we decided not to combine configuration management with any other chapter.  Many companies also have separate parts management programs and this was called out in the Deskbook as being a contractual requirement on many programs.  GIDEP influences the Right Item metric by promoting the maximum use of data concerning parts, materials, processes, items of supply and services, thereby increasing the number of items that conform to product specifications.   GIDEP Documents are equally applicable to Government and COTS parts, components, materials, processes, computer hardware and software.   Since GIDEP resources are an integral component of many One Book Processes it will no longer stand alone as a One Book chapter.  It will be used as a "Services/Organizational Support resource/tool” (perhaps to be located in parts of Chapter 11 or 12) for other One Book processes.   Hot link locations are being developed for Parts Management, Configuration Management & SPRD&E Chapters as well as others, linking them to the GIDEP “Service/Operational Support resource/tools.”   Please refer to our "Description of the GIDEP Program"  (http://www.dcmc.hq.dla.mil/dcmc_o/ob/engin/gidep.htm) and consider its close ties to problem and nonconforming parts, manufacturing processes, safety issues, parts obsolescence & diminishing resources.  

The Parts Management Policy Chapter is being rewritten to improve on existing policy guidance and align  with new Supplier Risk Management Chapter.   The new chapter will comply with overarching policy on risk management for contract management operations (See PCN 99-320).   A risk matrix is included in the document as a guide to assist functional specialist in assigning risk ratings.   

Value Engineering was not combined with any other chapter because it is a separate DoD program.  Reliability and Maintainability was already put under SPRD&E.  The other three areas, Test and Evaluation, Integrated Logistics, and Systems Engineering or SPRD&E, were kept separate because they are separate major disciplines within the acquisition management process.  

We are looking to make some adjustments to the One Book table of contents, such as making the T&E chapter equivalent to SPRD&E. 

28. Why are there so many engineering surveillance plans?  Also, since there is a shortage of engineering at CAOs, how will all the surveillance plans be generated?

The number of surveillance plans or risk handling plans you have is determined by customer requirements, the number of contractors you have cognizance over, and the number of engineering contract requirements.  You have to make a risk determination of the engineering systems and key processes the contractor uses in meeting requirements.  This can be used to make an educated guess as to how many engineering personnel you need to do the risk handling.  If you have fewer than appears necessary to do the job, then you are accepting more risk, and need to determine whether a business case should be submitted requesting more resources.  (As far as the “educated guess” mentioned above, we recently went through a resource exercise using the Work Breakdown Structure (WBS) associated with contracts our CAOs were administering for launch vehicles.  They used the contractor/buying office generated WBS.  You can do the same, or use the generic WBS breakdown, which can be found in the DoD Deskbook (Mil Hdbk 881).    You can then determine the key processes and systems associated with these WBS elements, do a risk rating on them, and determine the resources needed to perform the risk handling.  Compare against the resources you have and you will get what we term a “WBS gap analysis” that shows the difference between what you have as resources and what you think you need, in order to meet the moderate and high risk elements of the WBS.  In addition, you will need to take into account those demand tasks, MOAs, LoDs, PI/SPI, EVMS, and functional support work your engineering personnel are involved in.  Taken together, this will build the basis for a business case on resources.  This doesn’t mean you will get more resources, but at least you and the Command will know the risk we are assuming due to whatever shortages you can substantiate.)

We are trying to move away from spending a lot of time writing plans to do doing the work.  The plan gets "written" as you do the work.  The RAMP tool will greatly facilitate this, as you work through screens that help you document the systems and key processes that you will do risk handling on, what the risk handling techniques are you will use, and when you will employ them.  The only thing I can see that may need to be written before time is the general approach you may want to use when assessing an engineering system, or supporting a program.  In each case, I would shoot for a one page maximum.  Will there be other documentation necessary?  Yes…you will need to document that you did what you said you would, and what the results were.  Supporting data will currently have to be maintained outside the RAMP tool, but RAMP does have space for extensive narratives that can be used for documentation purposes.  

Integrated Logistics Support (ILS) & Contractor Logistics Support (CLS)

29. Do we still do ILS? 

30. Why doesn’t DCMC bring back the ILS PLAS Code (072) so we can track this effort?

Yes, we still do the logistics functions under the Integrated Logistics Support one book chapter.  This has been moved under Major Program Services in the one book index.  We are working with management to reestablish the PLAS code for ILS.

31. If the majority of acquisition dollars are spent in this area (CLS), shouldn't we be spending more time trying to improve this area?  The level of engineering support seems to drop off during production/deployment, perhaps it shouldn't.  Historically, this (CLS) has been a low priority outside of the ILS types.  What is being done to change this?  Is it still preferred to work the EMD/Production effort instead?  Are there standardized (acceptable) ILS MIS? 
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It's true that the majority of money in the acquisition cycle is spent on Operations and Support.  But the real benefit engineers can provide occurs during the design phase, where the decisions that are made. Also, how the requirements are met will determine the eventual downstream costs of maintaining and operating the system.  The key is to understand this effect, to work with the logisticians and understand their requirements, and be aware of design decisions that drive Total Ownership Costs or Life Cycle Costs.  This is what we are emphasizing in our workshops.  The only ILS MIS I'm familiar with, that is used by the services, is the VAMOSC (Visibility And Management of Operating and Support Costs) information system.  Otherwise, what's acceptable is what the contractor proposes and we and the customer accepts.  

Lean Initiatives

32. It (Lean) is just a buzz word.  What does it mean?

Lean is all about getting the right things to the right place at the right time the first time while minimizing waste and being open to change.  It was first documented in the U.S. by researchers from the MIT International Motor Vehicle Program.  Lean practices have led to significant improvements in the automobile industry in terms of cost, quality, and productivity.

In the defense aerospace industry, lean has taken hold in the form of the Lean Aerospace Initiative (LAI) (for login and password information, contact Mike Ferraro at (703) 767-3352).  LAI was launched in 1993 when leaders from the U.S. Air Force, the Massachusetts Institute of Technology, labor unions, and defense aerospace businesses began a partnership.  The Lean Aerospace Initiative is a sponsored research program managed under the auspices of the Center for Technology, Policy, and Industrial Development (CTPID) in collaboration with the Department of Aeronautics and Astronautics at the Massachusetts Institute of Technology. 

The LAI Consortium has already identified a number of industry best practices and continues to study key aspects of industrial operations, defense acquisition, and aerospace production.  LAI examines all elements of aerospace systems including airframes, avionics, engines, subsystems as well as government and industrial support items.

Much of the research to date has been integrated into the Lean Enterprise Model (LEM), a dynamic resource for organizing and sharing lean research results among consortium partners.  It contains valuable industry data derived from surveys, case studies, and other research activities.  The Lean Enterprise Model takes you from conceptual principles to practical application. 

Manufacturing Engineering

33. DCMC needs to address the role of manufacturing (industrial) engineers.  Currently, manufacturing engineers have low visibility - no specific One Book requirements, no home PLAS code, and no specifically designated SFA.  Which One Book chapter provides the requirements for manufacturing engineers?  Where are the manufacturing engineering functions (i.e., design/manufacturing interface, producibility, tooling, test equipment, manufacturing planning, etc.) covered by the One Book?  What PLAS process code should be used?

DCMC has organized the One Book by the services we provide to the buying activities, not along job series of DCMC personnel. The "Service Sets" were established in order to better describe our services to our customers in a form that is also consistent with the acquisition initiatives of the Department of Defense, and to help set the stage for our use of Activity Based Management at the process level.  While this organization is better for our customers, some of the functions of DCMC personnel may be spread throughout the One Book rather than concentrated in one section.

This situation is further confused by the natural overlap of the technical services - quality, manufacturing and engineering.  For example, the new Schedule and Delivery Management chapter states that the primary objective is "to improve on-time deliveries by eliminating or minimizing the effects of the delinquency root causes occurring throughout the entire end-to-end procurement process".  However, poor product quality and a poor design can also be root causes of delinquencies.  DCMC relies upon proper coordination and teaming to eliminate duplication/overlap of functional specialists.

DCMC manufacturing engineers' primary One Book responsibility is to work with industrial specialists to implement the Schedule and Delivery Management chapter.  They may also be assigned responsibility for work described in other One Book chapters, including SPRD&E, Configuration Management, Test and Evaluation Management, and provide significant support to QARs involved with manufacturing processes.  Manufacturing engineers are also responsible for providing technical assistance to other CAO personnel as requested and to perform other duties assigned by their supervisor.  

The guidebook for the Schedule and Delivery Management goes into more detail and provides guidance on the manufacturing engineering functions.  SFAs were assigned to broad functional categories, not to any specific engineering functions.  Depending on the task, manufacturing engineers can get assistance from either quality, industrial specialist, or engineering SFAs.  PLAS process codes should be used which match the applicable One Book chapter for the work being performed.

Also, based on the number of comments in this area, DCMC Technical Operations is setting up an Industrial/Manufacturing Engineering (I&ME) IPT to look at what and where to put I&ME requirements and policy.  The POC for this is Mark Melnyk (x3409)

Metrics and Technical Performance Measurement (TPM)

34. Engineering metric recommendation:

From PBAM or other technical risk assessment models -

· identify technical risk of specific systems/processes/taskings.

· schedule evaluation of these items based on prioritized risk level

· identify metrics within these systems to track process changes due to our efforts (surveillance) (corrective action requests - report problems, etc.)

· evaluate metrics and assign risk level adjustment thresholds

     To summarize:

1. List engineering surveillance for various levels of risks, i.e., 
     high risk - 27 surveillances (including all mandatory MOAs unless reduced)
     moderate risk - 42 surveillances
     low risk - 120 no surveillance requirement
     This method identifies our real engineering workload and identifies risk level.

2. Then measure movement up or down if assigned risk level.  If we are focused on process improvement, metric should trend down.  this way, engineers can talk real initiatives at MMRs to get real management attention.

3. List stage of process evaluation, i.e., for each item:

· Process flowed, proofed, measured, analyzed, surveillance plan established, surveillance plan (implemented, adjusted, etc.,), management attention at correct level

· Mandatory task status, i.e., no reviewed, number rejected, etc.

     The metric should be tied to risk management.

I like the concept of what you are proposing.  But you have to look at how much information you are asking people to generate for a metric and also what that metric will look like, and what sense it will make to management.  We are working on a metric for risk management that will be tied to earned value cost and schedule, program status, and technical performance.  It can also be tied to systems and process risk assessments that will be reflected in the Risk Assessment and Management Program (RAMP) tool.  Conceptually, I want to employ a staged metric that would reflect the general flow of what is required by the SRM and SPRD&E chapters.  The trigger may be programs/contracts with EV on them or contracts for which we use TPMs to track requirements.  We can then report on how well we are doing the process of risk management in relation to policy and program needs.  We are currently working on this as a TPM investment goal.  This has to be discussed, details worked out, and tested with the field, but it would measure the effort we are making toward lowering the risk to our customers, and the results of that effort.

35. I think the reference to the ECPs and waivers/deviations per 1000 contracts should be deleted from the SPRD&E chapter.  The metric is an apples and oranges comparison that can not be used as any good or bad analysis of a contractor’s operation.  It might be of value if it were by program, but a total roll-up level it adds no value.

36. If and when a SPRD&E metric is developed, please coordinate and seek comments from field activities prior to implementation.

37. Suggest the following for an engineering metric:  [risks mitigated (technical)] / [risks realized].  It is still an influence metric, but it focuses on the program risks and encourages DCMC involvement in risk reduction.

I checked, and the reference to the ECP metric needs to be in the one book.  Although it is no longer an MMR metric, it is still in the metric guidebook.  It is not the best metric we could have, especially since it is a lagging metric.  But you can gain some insight into program problems by tracking what is happening to your ECP and Waiver/Deviation counts.  As you said above, the value is in seeing this data by program, and for us at headquarters there is value in seeing the data by service, since we interface with the services and personnel in acquisition reform.  The ACTS database allows us to look at this by program, service, weapon system, etc.  The total roll-up is a broad trend indicator, but we do our analysis at the lower data levels.  Also, the roll-up value is normalized by the "per 1000 contracts" denominator, which was done to smooth or normalize the difference between districts where one district had almost twice the contracts of the other.  It made it easy to allocate goals.  "Per 1000 contracts" was used because we had, and still have, no way to accurately determine what are the actual number of contracts with engineering requirements, and therefore, ECP potential. 

Before we choose what the new metric will look like, we will perform a field test.

A metric like risks mitigated/risks realized means someone is going to have to define mitigated and realized.  Whose judgement will this be?  Can the metric be "gamed"?  As I said in an earlier response, we are looking at a metric, which will be based on the risk process people should now be employing. 

38. It is interesting you said nobody gets his/her head chopped off for having red metrics at the HQ’s MMR.  I wonder if you are aware that the CAO commanders react very negatively to red and yellow metrics.  The district and the CAO commanders are requiring those responsible for the metrics to write corrective action plans and burn down plans for yellow and red metrics.  In the case of the EVMS and ECP metrics, what is there for us to correct and burn down?

39. Suggest when it comes to influence metrics, HQs and District process owners exempt CAO from writing CAPs and burn down plan for yellow and red metrics.

I don't control the EVMS metric, but I know they are working on a better indicator than the one they currently have.  As I said before, the ECP metric is no longer presented at the MMR, so there shouldn't be anything to "burn down".  Because of the way the ECP metric is depicted, "per 1000 contracts", it makes sense at the district and headquarters level because we have a fairly steady, large number of contracts.  This breaks down at the lower levels.  Some CAOs have thousands of contracts, but not many with engineering requirements, and others have a few dozen, almost all with engineering on them.  What we at the headquarters and districts have always done is pareto the CAOs, looking for those with the most ECPs for a particular period.  We then look at the programs generating the ECPs.  We call those CAOs and ask if there are any reasons for the ECP increases or the large ECP counts.  

As I said before, this is a lagging metric.  It is a late indicator of engineering problems.  We hope that surveillance and risk assessment/handling result in better engineering systems and designs and therefore fewer ECPs.  So the emphasis should be on whether we are doing what we need to do up front, in ensuring contractors have good engineering systems and are meeting engineering requirements.  This should eventually result in better designs, fewer ECPs, less rework.  We can't simply tell contractors to reduce ECPs.  It doesn't work that way, and as you know, some ECPs are good and for some designs, ECPs are necessary…it's how the designer learns about what will and won't work.  No design is right the first time.  So you may have a very good reason why ECPs or Waivers and Deviations are increasing on your program or at your contractor.  That's fine.  What we want to know is that you are aware of it and working with the contractor to determine causes and make improvements.  

The downward trend in the metric is an indicator or goal only for the districts and headquarters.  Your goal is to track the numbers at your level, be aware of upticks, know where you stand in relation to the other CAOs in the command, ensure you are doing surveillance and risk assessments and have risk handling plans.  Since March of 1996 we have had a 70% decrease in W/Ds per 1000 contracts, and an 83% decrease in ECPs per 1000 contracts.      

40. When do you expect the engineers to develop TPMs?  

· On EVMS contracts only?  

· When the SPO has addressed them in the MOA?  

· When there is a PST?

· How will the new engineering metric track smaller R&D type contracts (i.e., small business independent research) that are not program managed?  Would we still establish TPMs?

Technical Performance Measurement is part of performing a basic CAO function, FAR 42.302(a) (41)  "Evaluate for adequacy and perform surveillance of contractor engineering efforts and management systems that relate to design, development,…"  DOD Regulation 5000.2 also states that system analysis and control activities shall be established to measure progress, including the establishment of performance metrics to provide measures of how well the technical development and design are evolving  (1) relative to what was planned and (2) relative to meeting system requirements in terms of performance, risk mitigation, producibility, cost and schedule.  It also requires performance metrics that are traceable to performance parameters identified by the operational user.  Based on these regulations, TPMs should be used on design and development contracts, including major upgrade and modification contracts, to track progress toward meeting performance requirements/objectives.  They should also be used for tracking requirements derived by the contractor from the performance requirements/objectives.  On design and development contracts, TPMs provide a confidence level (risk monitoring) that the contractor will (or will not) meet the specified technical performance requirements.  The SPRD&E chapter is being changed to reflect your concerns, and others mentioned below.  The latest draft reads:  “On major programs, upgrades, and modifications, in the Program Definition and Risk Reduction or Engineering and Manufacturing Development phases of a program, the SPRD&E specialist shall use technical performance measures (TPMs).”
41. TPMs should be addressed for ACAT I and IIs.  On older programs, do not force TPMs – use something that is more risked based.  Give the commands the ability to transition to TPM environment.  Also – TPMs can be subjective – may define parameters for consistency then determine risk.

As stated above, TPMs should be used on design and development contracts.  TPMs should not be required on mature programs with firm baselines unless there is a major upgrade/modification contract.  By typical definition, TPM is used to track progress toward meeting a design requirement, not to monitor production quality.  Other metrics should be used during the production and deployment phase to track technical performance.
42. If TPMs are not required per contract, do we:

· Construct our own i.e., getting data from the contractor and setting our own thresholds?

· Or see if contractor has internal TPMs and collect the data?

The optimal solution is to team with the contractor and use the same TPMs.  Both the contractor and the CAO need to track progress toward the performance requirements.  Another option is to use contractor estimates and data to construct TPM charts.  Construction of TPM charts using only CAO data will rarely be a viable option.  The CAO will be unable to accurately estimate design progress on their own and will have to use contractor data.  Remember that most contracts with DCMC surveillance require the contractor to provide access to their data.
Performance Based Contracting (PBC)

43. On performance based payment, you stated that the contractor can choose to select  (1) progress payment or (2) payment by event.  Is the contractor required to establish the baseline before any production contract would be performed and select either 1 or 2?

I'm assuming the 'baseline" you refer to is the production schedule.  I would think this would be done concurrently with the negotiation of the production contract.  While this is going on, the contractor is going to have to decide on whether they want to be paid with progress payments or performance based (event based) payments.  If they decide to be paid by event completion, this will have to be defined in the contract as to what constitutes the completion of each event and how much money is associated with it.  This is accomplished by the buying office, DCMC, and the contractor working together, prior to the start of production.     

Program Integration

44. Can you talk about the Quad Chart? Contents?  Use?  Applicability to contracts or programs?  What is engineer's role with respect to Quad Chart?

The Program Status (Quad) Chart is a new requirement in the One Book chapter for Program Integrators.  Program Integrators are required to report quarterly on the status of their programs using this chart format to the Districts/Hqtrs (for the two special OSD reviews, PIs were only required to submit them to HQ.)  The data on the chart should be based on the PST inputs and buying activity information (CPARS), but is also supplemented by the PI's analysis. 
Engineers should be tracking and analyzing contractor technical performance data, and providing the results to PIs/management.  On the chart, PIs must provide buying activity past performance ratings for areas such as technical performance and systems engineering.  The PI should request the engineer to comment on the issues/concerns if these areas are not rated green/satisfactory.  Earned Value Management System (EVMS) data will also be reported on the chart (cost overruns, schedule slippages, technical performance issues). 

Risk Management

45. If the contract does not require contractor to have/develop a risk management plan, then can DCMC require them to?

No.  We can't direct the contractor to do something that is not in the contract.

46. Does DCMC still have an obligation to develop one on its own (with our own risk planning/assessment/handling)?

Yes.  If we have engineering oversight (insight) responsibilities, we will perform our tasks using a risk management approach.  Remember that Risk Planning is derived not just from contract requirements but from customer requirements and our FAR responsibilities as well.  And of course, the Supplier Risk Management chapter, as DCMC policy, obliges us to do risk planning, etc.

47. Does DCMC/contractor need to do risk management jointly?  Is this a requirement that we have to do risk management jointly with the contractor?

It's the best way to approach it.  But the risk assessment that you do to determine what risk handling you need to employ, should be your independent assessment.   I would share it with the contractor and PMO.  It may be identical to the contractor's assessment or it may be an assessment the contractor doesn't attempt to make.  For instance, the contractor may not risk assess their systems engineering system.  They may be solely focused on program technical risks, but you should do the systems engineering risk assessment.  Assessments should be data driven wherever possible, and the data should be contractor generated, so in that sense it's done "with the contractor."

48. If the contractor is not required to develop a risk management plan contractually, would DCMC's risk management be subjective in the eyes of the contractor?  PM Office?

Risk management is always subjective, regardless of who's doing it.  We try to structure the subjectivity by defining what we mean by various risk levels and we try to base our risk decisions on data and analysis.  It still ends up being subjective because it wouldn't be a risk unless there were probabilities involved, otherwise it's a certainty.  In the case of a certainty, you no longer have a risk: you have a problem.  Even the most rigorous data-driven risk assessment can be ignored and the risk accepted by management.  Remember Challenger? 

49. Risk handling plans - Need examples!

Risk handling is dependent on the requirements of your contractors, the key processes and systems they use to meet their requirements, and the risk assessments you make.  Some general guidelines as to what you might employ for risk handling is in the SRM chapter.  It lists systems evaluations, product audits, process proofing, data analysis, root cause analysis and corrective action, and statistical sampling.  You may have others you wish to use.  Then there is the question of frequency (how often), intensity (what and how much), and schedule (when).  You will soon have more examples than you can review.  When the RAMP tool is fielded, you or your group lead will be able to view the risk handling plans of everyone in your CAO and perhaps everyone in your district (depending on what protocol is set up).  The workshops give you a sample approach and we hope to have a demo model of the RAMP tool when we take the workshops on the road.

50. Why is risk management only applicable to engineering functions?  What about risk management as related to ACO functions, etc.?

51. If Supplier Risk Management is DCMC’s overarching approach to risk assessment, why aren’t Business Systems (i.e., Property, Cost Estimating System, Overhead, etc.) One Book chapters included/scheduled for updating?

They are.  There are 18 one book chapters that mention surveillance plans that are being rewritten to reflect the risk management approach in the SRM chapter.  Some of these are Packaging, Safety, Progress Payments, Property, Estimating Systems, etc.  You can look on page 2 of the SRM chapter, paragraph 4.A.11) to see a complete list.  The ACO function and others that are covered by these one book chapters will have a risk management approach, and the SRM chapter is an overarching chapter applicable to all functions.

52. Why isn’t the Program Integration chapter included/scheduled for an update for Supplier Risk Management per DCMC Information Letter 99-273?

The PI chapter has recently been updated.  It references the SRM chapter and has, as a PI responsibility, that they ensure PST members adequately address key program performance risk elements in their risk handling plans.  The 99-273 letter only addressed those chapters that were owned by DCMC-O.    

53. Risk management is used in process selection, performance based management and the management control program - should these be tied together - how do these all relate?

They all relate, in that they use the same basic process (risk management: the act or practice of dealing with risk) to address risk either at different points in the acquisition cycle, or internally versus externally.  Risk management (specifically, consequence of failure) is used in the selection of key processes to help determine what risk there may be in a program.  Once the key processes are determined, then, through performance based management, we do a continuing risk assessment and employ risk handling options to mitigate the risk to the program.  For DCMC, we also do internal risk assessments through the Management Control Program to, among other things, provide self-assurance that we are providing contract administration services that meet regulatory and customer requirements.  All are necessary to ultimately ensure customer satisfaction.  

Specifications and Standards Access

54. What does EIA stand for?  How do we get copies of EIA standards?  The contractor used a SPI block change to switch their configuration management requirements to EIA-649, Configuration Management.  Our CAO management refused to purchase this document due to budget problems - the standard costs >$100/ea.  How will DCMC provide EIA documents that engineers are asked to review/comment on and be familiar with? 

The Electronic Industries Alliance (EIA) is one of a number of industry organizations that issue non-government standards (NGSs).  Information on EIA's other activities may be obtained from their web page:  www.eia.org.   There are a number of options for obtaining NGSs that depend on your needs and whether the NGS has been adopted by DOD.  

1. Check ASSIST Quick Search (astimage.daps.dla.mil/quicksearch) or ASSIST-Online (astimage.daps.dla.mil/online/registration/registration.cfm) to see if DOD has adopted the document.  DOD personnel may request an additional user ID and password to download DOD-adopted NGS from ASSIST.

2. Borrow the contractor's copy.

3.  The CAO can purchase a copy if the cost can be justified.  DCMC cannot afford to purchase copies of all applicable NGS for all applicable DCMC employees, but when a substantial need exists the CAO/District should procure a copy.
Systems Engineering Capability Model (SECM)

55. How many contractors are using a systems engineering capability model?   Have PMOs used the capability level for source selection? 

We do not know exactly how many, or which, contractors are using the models.   However, the list of the stakeholders/reviewers of the Capability Assessment Model Integrated (CMMI) provides an indication of the acceptance of these models (see below).  We do know that a number of companies (all of the major defense companies) have used the SE CMM for internal reviews and may be transitioning to the SECM.  We are not aware of any PMOs using any systems engineering model for source selection purposes.  

National Defense Industrial Association, Systems Engineering Committee (with participation by NTSA, EIA, AIA, IEEE, INCOSE), U. S. Army, U. S. Navy, U. S. Air Force, AAI Corporation, Asea Brown Boveri, Automatic Data Processing, Inc., AverStar Corporation , The Boeing Company, Burdeshaw Associates LTD, Celotex Corporation, Citicorp, Computer Sciences Corp, Defense Contract Management Command, DELTA — Danish Electronic, Light & Acoustic, Draper Laboratory, Eastman Kodak Company, EDS Inc, EntekIRD International, Ericsson AB, Federal Aviation Administration, GDE Systems, Inc, GE Fanuc Automation NA, Inc, General Dynamics Land Systems, Harris ISD, Hewlett-Packard Co., Hughes Space & Communications, IBM, Litton-PRC, Lockheed-Martin, Logistics Management Institute, Lucent Technologies, Lucent Technologies, Marconi Systems Technologies, Mars Electronics International, The Mitre Corporation, Mitron Corp, Motorola, NASA, Nokia Research Center, Northrop-Grumman, Pacific Bell, Qwest Communications, Raytheon Systems Co, Rockwell-Collins, Smiths Industries, Software Engineering Institute, Software Productivity Consortium, St. Paul Fire & Marine Insurance Co., State of Washington, Sterling Software (U.S.) Inc., Sverdrup Technology, Inc., TRW Systems Information & Technology Group, United Defense, L.P., University of Maryland, and Xerox Corporation.
56. System engineering capability model.  Should the SE model be used by DCMC engineer to gain insight into a contractor, and to use the data as a basis for determining a risk level?

Yes.  Capability models are good references for DCMC engineers.  They identify many of the "best" practices, which must be performed to implement sound systems engineering.  They can be used as tools to help determine if a contractor is complying with contractual systems engineering requirements, to identify continuous improvement opportunities, to determine the capability or maturity of the contractor's system engineering process, and to determine the risk involved. 
57. The presentation was pretty good, but where can we access these models in order to use them?

EIA/IS-731, Systems Engineering Capability Model (SECM), and the Systems Engineering Capability Maturity Model (SE-CMM), may be downloaded from the internet.  The Systems Engineering Capability Assessment Model is must be purchased.

	EIA/IS-731, Systems Engineering Capability Model (SECM)
	http://www.geia.org/eoc/G47/731dwnld.htm

	Systems Engineering Capability Maturity Model (SE-CMM)
	http://www.sei.cmu.edu/cmm/cmms/transition.html
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