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SOFTWARE DEVELOPMENT PROGRAM INFORMATION
PURPOSE:  

The purpose of this Program Software Surveillance Plan (Program SSP) is to provide an in-depth overview of the level of effort (LOE) the DCMA Software Specialist will engage in supporting the Customer. The determination of this LOE is based upon these factors:
· Software Contract Criticality (SCC)

· Mandatory DCMA Software Surveillance tasks, herein called “Core Elements”
· Software Risk Assessment, and
· Customer requested tasks, herein called:  “Customer PLUS Elements”

The SCC provides an indicator for focusing surveillance activities regarding Technical, Cost, and Schedule. It is based on the complexity of the program, dollar value of the contract, and DPAS Rating criteria. The SCC is factored as: High, Moderate, or Low and is used to identify the DCMA software surveillance “Core Elements” that will be performed by the Software Specialist.

These identified Core Elements are then assessed by the software specialist for Risk, and the results of the assessment are used to determine: 1) the intensity of engagement, 2) frequency of engagement, and, 3) the methods of insight that will be used to perform the DCMA software surveillance mission. This planned LOE is then presented to the customer as the set of services that will be provided. 
Lastly, the software specialist in discussions with the customer – determines if the customer has any additional tasks to be performed.  These tasks are identified as Customer PLUS Elements, and must be validated as being above and beyond the DCMA Software Surveillance “Core Elements” in order to be accepted and performed by the software specialist. Furthermore, the Customer PLUS Tasks must also be within the “scope and competency” of the DCMA mission, and must be reasonable based on the SCC.
This plan lays out the strategy for how Software Specialists will meet the intent of the applicable Federal Acquisition Regulations (FAR), and Defense Federal Acquisition Regulation Supplement (DFARS) for services DCMA provides.
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DEFINITIONS AND ACRONYMS

	Term
	Definition

	Additional Program Measures defined by DCMA
	Any additional measures to be collected and analyzed as determined by the CMO/Software Professional that are not identified as Contractual Measures and Software Surveillance Core Measures.

	CMO Unique Elements
	Unique Software Surveillance tasks/activities that need to be performed that are not already identified in the Software Surveillance Core Elements for Core - Technical, Core - Cost, or Core – Schedule. 

	Compliance
	A technique that provides confidence that established practices are in place and are being followed.  

	Computer Resources Life Cycle Management Plan
	The CRLCMP  Computer Resources Life-Cycle Management Plan - Describes the program structure and establishes tasks, responsibilities, necessary interfaces between activities, and configuration control requirements which will be implemented during software development and test as well as the Production and Deployment and Operations and Support phases of the weapon system. The CRLCMP is a living document and will be periodically updated and is the primary product of the Computer Resources Working Group (CRWG). The approved document defines and proclaims the entire spectrum of computer resources for the system for the intended life cycle. ). The approved document defines and proclaims the entire spectrum of computer resources for the system for the intended life cycle. 

	Contractual Measures
	Measures identified in the contract (typically identified in the Statement of Work (SOW)) that the Supplier will collect and analyze.

	Cost Criticality
	One of the elements used to determine Software Contract Criticality (SCC). Cost Criticality is based on contract cost.

	Customer Buy-In
	The process that describes how the Program Software Surveillance Plan will be submitted to the customer.

	Customer PLUS Element
	A task/activity requested by the customer (aka: “Mandatory’s”) that is not already defined in the Core-Technical, Core-Cost, Core-Schedule, or CMO Unique Elements worksheets.

	Customer PLUS Measures
	Any additional software measures identified and requested by the customer that are not identified as Contractual Measures, Software Surveillance Core Measures, or Additional Program Measures defined by DCMA.

	Data/Measures Analysis Results (DMAR)
	Worksheet used to capture and document data/measures analysis results by the Software Professional.

	Data/Measures Analysis Specification (DMAS)
	The DMAS contains the detailed information about the data/measure (e.g., source of data, sample chart/graph, thresholds for analysis, etc.) and identifies the source of the information to support the data/measure.  (This may be Supplier data and/or reports, tool outputs, DCMA records and/or etc.)  

	EDW
	Online DCMA application for automated contract distribution.

	eTOOLS
	On line DCMA repository of automated tools.

	Frequency
	This is how many times over a period of twelve months the Software Professional plans to engage in a given Core Sub-element/CMO Unique Element.

	In-House/ Subcontract
	In-House – configuration items being developed by the Supplier at the prime location

Subcontract - configuration items being developed by a Subcontractor/Inter-divisional to the Prime

	Inspection
	A product examination technique used to examine items through observation and use of judgment to evaluate conformity to specified requirements. 

	Integrated Master Plan
	The IMP is an event-driven plan that documents the significant accomplishments necessary to complete the work.  It ties each accomplishment to a key program event. After contract award, the IMP is used to: baseline key events; institute analysis and control mechanisms; and benchmark performance (which can be used as a basis for incentives).

	Integrated Master Schedule
	The IMS is a schedule of program tasks required to complete the work effort captured in the related IMP.  It provides detailed insight into program planning; supports risk assessment; and is a tracking/progress tool used during program execution that is linked to the work breakdown structure, work packages and incentives

	Intensity
	This is the depth of engagement the surveillance will be engaged in for the identified Process or Product by the Software Professional.

	Inter-divisional work
	Work that the Prime Supplier has assigned to another location within the same company which may or may not be in the cognizance of the Prime DCMA Office/CMO. In this case, the Prime DCMA Office/CMO should treat the assigned Inter-divisional work as if it were a subcontract and issue a LOD if necessary. 

	Key Characteristics
	Any distinct property of an item (i.e., Software code) or activity (i.e., Software Configuration Management) that can be described and measured. Ref: Quality Audits for Improved Performance

	Key Process Characteristics
	Any key process activity  that can be described and measured (i.e., A key process activity in Software Configuration Management can be the Configuration Control and how those changes are approved and dispositioned.) Key process characteristics are also those elements of the process that if not performed correctly may result in the process not producing it's intended output.

	Key Product Characteristics
	Any key property of an item or software product that can be described and measured. (i.e., A key product characteristic can be that the software documentation being delivered to the customer is secure from editorial changes by any user accessing the document (READ ONLY)). Or, any key product items/parts, when missing or not functioning, prevents the product from performing its intended function.

	LOD
	Letter of Delegation. 

aka: Inter Agency PA Delegation, Subcontractor Surveillance Support, etc.

	PMO Risk Management Plan
	The PMO Risk Management Plan provides insight into the PMOs perception of program risks.  Risk is inherent in any program and it is necessary to analyze future program events for potential risks and take measures to handle them.  The Risk Management Plan provides information about the objectives, goals and PMO’s risk management process.

	Process
	The steps taken in order to achieve an end result. A “Process” may be a component of an overall process. For example, processes for SQA (the overall process) may include planning/scheduling, process/product reviews/audits, Problem Identification, Problem Reporting, Corrective Action (CA), Test Monitoring, Subcontractor Monitoring, etc.

	Product
	An artifact that has been created by someone or as a result of some process. A “Product” may include: SQA Plan (SQAP), Software Development Plan (SDP), User Manual, Deliverable Software Code, Peer Review Results, Engineering Logs, Meeting Minutes, etc.

	Product Examination
	A technique to determine if deliverable and non-deliverable products produced by the Supplier meet contractual requirements (i.e. specification, format, content, performance requirements, etc.)

	Program Management Plan
	The PMP guides all program office personnel toward a common goal. The PMP provides essential information on the overall program strategy and goals, and includes a schedule of the major events leading to the Initial Operating Capability (IOC).

	Proofing
	A technique of assessing the adequacy of the process. This technique affords the opportunity to examine in detail a process through its various stages to assess how effectively and accurately contract requirements are transmitted to process inputs and how well the process incorporates requirements into process outcomes

	Schedule Criticality
	One of the elements used to determine Software Contract Criticality (SCC). Schedule Criticality is based on the Defense Priorities and Allocations System (DPAS) contract rating.

	Software Contract Criticality (SCC)
	Software Contract Criticality – the overall contract rating determined by the Software Professional for Technical Performance, Cost, and Schedule. The SCC determines the level of DCMA involvement.

	Software Resource Estimation
	The process of determining the required DCMA resources needed to perform software acquisition management activities.

	Software Surveillance Core Element(s)
	The mandatory Software Acquisition Management (SAM) surveillance areas that are to be engaged in by the Software Professional. They are listed within the three (3) worksheets titled: Core-Technical, Core-Cost, and Core-Schedule.

	Software Surveillance Core Measures
	Software measures that shall be collected, and analyzed as a minimum by the Software Professional during software surveillance activities based on Software Contract Criticality (SCC). Some of these measures may also be identified as Contractual Measures.

	Software Surveillance Core Sub-element(s)
	The component areas for each Software Surveillance Core Element. For example, the HIGH column for the Software Quality Assurance (SQA) Software Surveillance Core Element includes the following Software Surveillance Core Sub-elements:  1) Software Quality Assurance Plan (SQAP), 2) Conduct SQA process review, 3) Conduct SQA product examination, and 4) Analyze SQA process for trends

	Systems Engineering Plan
	The SEP is submitted to the Milestone Decision Authority at each Milestone.  It describes the systems engineering approach (Contractor and PMO specific processes and their tailoring by phase); system technical baseline approach (TPMs and metrics that are used as control mechanisms); technical review criteria and outcomes (event drive; mechanism for assessing technical maturity and risk); and the integration of systems engineering with IPTs and schedules (Organization, tools, resources, staffing, metrics, mechanisms and the IMP and IMS).

	Technical Criticality
	One of the elements used to determine Software Contract Criticality (SCC). Technical Criticality is based on the intended use of the software and its resulting impact(s) due to failure(s), such as: loss of human life, environmental hazards, critical security breech, loss of mission, etc. 

	Test Evaluation Master Plan
	The TEMP identifies the high-level testing requirements and defines the objectives and overall structure of the Test and Evaluation (T&E) approach for the system.  It provides the framework within which detailed T&E plans are generated.  It includes the test strategy, schedule, and resource requirements

	Testing
	A product examination technique utilized for conformity evaluations by observation and judgment accompanied as appropriate by measurement or analysis.  In the software area, this could include inspection of a product to determine conformance to a DID or a physical inspection of media.

	Toolbox
	These are the tools and data sources that will be used to support the surveillance effort by the Software Professional.

	Trend Analysis
	A technique utilized to analyze the comprehensive results of Software Acquisition Management Efforts to determine if trends exist that affect Technical Performance, Cost, and Schedule.

	Validation
	The process of evaluating software to determine compliance with specified requirements.

	Verification
	A product examination technique utilized for confirmation, through the provision of objective evidence, that specified requirements have been fulfilled.

	Version
	An identified and documented body of software. Modifications to a version of software (resulting in a new version) require configuration management actions by the Supplier, the contracting agency, or both.

	Weighted Risk Rating (WRR)
	Indicator utilized for determining Intensity, and Frequency of Software Surveillance engagement.

	Witness
	A product examination technique utilized to observe the Supplier or subcontractor performing an inspection or test.  Witness of a testing event to verify that the supplier is checking software, to verify that it satisfies its requirements and to detect errors and evaluating a software item (system, subsystem, unit etc.) features (functionality, performance etc.) against the given set of system requirements.
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	Acronym
	Definition

	ACO
	Administrative Contracting Officer

	ATE
	Automated Test Equipment

	BOA
	Basic Ordering Agreement

	C&UT
	Code and Unit Testing

	CA
	Corrective Action

	CAR
	Corrective Action Request

	CDR
	Critical Design Review

	CDRL
	Contract Data Requirements List

	CIC
	Contract Integrity Center

	CIO
	Continuous Improvement Opportunity

	CLIN
	Contract Line Item Number

	CMMI
	Capability Maturity Model Integrated

	CMO
	Contract Management Office

	COCOMO
	Constructive Cost Model

	COTS
	Commercial Off The Shelf

	CR&R
	Contract Receipt and Review

	CRCLMP
	Computer Resource Life Cycle Management Plan

	CRWG
	Computer Resource Working Group

	CSCI
	Computer Software Configuration Item

	DCAA
	Defense Contract Audit Agency

	DCMA
	Defense Contract Management Agency

	DFARS
	Department of Defense Federal Acquisition Regulation Supplement

	DID
	Data Item Description

	DMAR
	Data/Measures Analysis Results

	DMAS
	Data/Measures Analysis Specification

	DoD
	Department of Defense

	DOORS
	Dynamic Object-Oriented Requirements System

	DPAS
	Defense Priorities and Allocation System

	ECARS
	Electronic Contract Administration Request System

	EDA
	Electronic Document Access

	EDA-CDR
	Electronic Document Access - Contract Deficiency Report

	EDW
	Electronic Data Workflow

	EV
	Earned Value

	FAR
	Federal Acquisition Regulation

	FCA
	Functional Configuration Audit

	FP
	Function Point

	FQT
	Formal Qualification Testing

	FTE
	Full Time Equivalent

	GFE
	Government Furnished Equipment

	GFI
	Government Furnished Information

	GOTS
	Government Off The Shelf

	I&T
	Integration and Test

	IAW
	In accordance with

	IDD
	Interface Design Document

	IMP
	Integrated Master Plan

	IMS
	Integrated Master Schedule

	IOC
	Initial Operating Capability

	IPT
	Integrated Product Team

	IRS
	Interface Requirements Specification

	LOD
	Letter of Delegation

	LOE
	Level of Effort

	MOA
	Memorandum of Agreement

	NASA
	National Aeronautics and Space Administration

	NDI
	Non-Developmental Items

	PA
	Product Assurance

	PAO
	Post Award Orientation

	PCA
	Physical Configuration Audit

	PCO
	Procuring Contracting Officer

	PDR
	Preliminary Design Review

	PMO
	Program Management Office

	PMP
	Program Management Plan

	PO
	Purchase Order

	POC
	Point of Contact

	PSM
	Practical Software and Systems Measurement

	PST
	Program Support Team

	QA
	Quality Assurance

	QALI
	Quality Assurance Letter of Instruction

	SAM
	Software Acquisition Management

	SCAMPI
	Standard CMMI Appraisal Method for Process Improvement

	SCC
	Software Contract Criticality

	SCM
	Software Configuration Management

	SD
	Software Design

	SDD
	Software Design Document

	SDF
	Software Development Folders/Files

	SDP
	Software Development Plan

	SDR
	Software Design Review

	SEAM
	Software Engineering and Acquisition Management

	SEAMC
	Software Engineering and Acquisition Management Center

	SEER
	Software Evaluation and Estimation of Resources

	SEP
	Systems Engineering Plan

	SEPG
	Systems/Software Engineering Process Group

	SI
	Software Item

	SLOC
	Source Lines of Code

	SOP
	Standard Operating Procedure

	SOW
	Statement of Work

	SPDP
	Software Professional Development Program

	SPR
	Software Problem Report

	SPS
	Software Product Specification

	SQA
	Software Quality Assurance

	SQAP
	Software Quality Assurance Plan

	SR
	Software Requirements

	SRR
	System/Software Requirements Review

	SRS
	Software Requirements Specification

	SSDD
	System (or Subsystem) Segment Design Document

	SSOM
	Software Surveillance Operations Manual

	SSP
	Software Surveillance Plan

	SSR
	Software Specification Review

	SSS
	Systems Segment Specification

	STD
	Software Test Description

	STP
	Software Test Plan

	STR
	Software Test Report

	SUBCLIN
	Sub-contract Line Item Number

	SVD
	Software Version Description

	SW
	Software

	T&E
	Test and Evaluation

	TBD
	To be determined

	TEMP
	Test and Evaluation Master Plan

	TOC
	Table of Contents

	TPM
	Technical Performance Measure

	TRR
	Test Readiness Review

	VTC
	Video Teleconference

	WBS
	Work Breakdown Structure

	WRR
	Weighted Risk Rating
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PART III – PROGRAM MEASURES
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PART IV – DCMA INTERNAL MEASURES [TBD]
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PART VI – SURVEILLANCE SCHEDULE
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