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Purpose of this Guide:  The purpose of this guide is to provide supplemental guidance to CMO personnel responsible for Contract Receipt and Review (CRR).  This supplemental guidance is not intended to cover all aspects of CRR, but provides advice on selected subjects and issues.

Relationship to the CRR Chapter: The policy on CRR is contained in the DCMAD 1, Chapter  9.1. This guide is not intended to be a restatement of policy, nor is it supplemental policy. Rather this guide provides guidance and advice intended to facilitate implementation of the CRR policy contained in the CRR Chapter.   

CMO Planning: CMO planning is essential in order to establish an efficient and effective CRR process. It is the responsibility of each Contract Management Office (CMO) to establish local procedures (i.e., SOPs) and Electronic Document Workflows (EDW) for CRR.  The EDW http://206.67.217.170/edwtools/poc/ system will be used to distribute new contracts and modifications to appropriate personnel and Post Award Orientation Determinations

Supplemental Advice and Guidance:

a. Individual Responsibility for Reviews: The purpose of the initial requirements review upon contract receipt is for the CMO to identify contract requirements and help determine if a PAOC is necessary.  The CMO or Team should first determine the individual(s) responsible for conducting and completing the initial reviews of incoming contracts. If a team does not have an identified functional specialist, the person delegated that responsibility may        perform the initial contract review (please note: The CRR check sheet and Mod Index will automatically be inserted into EDW folders).      

Provisions, Clauses, and other  Contract Requirements by Reference in DLA Solicitations, Purchase Orders, and Contracts.  For additional detail go to: http://home.dcma.mil/onebook/9.0/9.1/dc00-33.htm  and http://www.dla.mil/j-3/j-336/icps.htm
b. Data Integrity Reviews:  The data integrity review consists of verifying the appropriate special provisions, clauses, remarks and contract data against the MOCAS/SICM database.  This can be accomplished by using the database on-line inquiry (MOCAS), or system generated report (contract abstracts – New/Mod/Chg).   The abstracts can be obtained in Reveal by pulling the UNMD040A report at  http://reveal-e.dcmde.dcma.mil  or                         http://reveal-w.dcmdw.dcma.mil  
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The following checklist is an example of the data that should be verified during a data integrity review.   (CMOs may decide to establish their own checklists.) 

	
	
	
	
	

	  VERIFY CONTRACT AGAINST DATABASE FOR THE FOLLOWING AREAS: 

	
	
	
	
	

	
	         Data Requirements:
	 
	
	

	
	
	
	
	

	 
	Contractor Name
	
	 
	Quantity Variance

	 
	Contractor Address
	
	 
	Final Delivery (MM/DD/YY)

	 
	CAGE Code
	
	 
	I/A Point

	 
	Criticality Designator
	
	 
	Ship To/Mark For

	 
	CLINS/ELINS
	
	 
	MILSTRIP

	 
	NSN
	
	 
	DD250 Requirements

	 
	Noun, Description
	
	 
	Fast Pay

	 
	Unit Of Measure
	
	 
	DPAS (DO/DX)

	 
	Total On Order
	
	 
	Warranty

	 
	Option Quantity
	
	 
	First Article

	 
	FMS
	
	 
	ACAT

	 
	Reimbursable
	
	 
	Admin. Office

	 
	Payment Office
	
	 
	Remit To Address

	 
	Verify Accounting Data
	
	
	

	
	
	
	
	

	
	Payment Method
	
	
	

	
	
	
	
	

	 
	Progress Payments
	
	
	

	 
	Advance Payments
	
	
	

	 
	Performance Based Payments
	
	
	

	 
	Public Vouchers
	
	
	


c. Documenting Reviews of Incoming Contracts: The CRR Checksheet and the mod index are no longer required.  The CRR Checksheet is maintained electronically in the Electronic Document Workflow (EDW).   To document the completion of any of these actions, simply enter your name and date of review in the appropriate blocks on the CRR Checksheet.  However, CMOs must document PAODs in some convenient manner, to include the name of the ACO making the PAOD, the date of the PAOD, the PAOD (yes or no), and supporting rationale for the PAOD. A sample of the CRR Checksheet is illustrated below.
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The CRR Checksheet may be modified by the CMOs, so long as the original information remains displayed.

d. Criteria for CMO Post Award Orientation Determination (PAOD):
Examples of when a Post Award Orientation may be required (not all-inclusive):

1.  New contractor

2.  Award over negative preaward

3.  Complex technical requirements

4.  Urgent delivery

5. Type of Contract

6.  Value of Contract

7.  Contract Clauses (Progress payment, Liquidated Damages, Safety, etc)

8.  Major or complex subcontracts

9.  History of poor performance

10. SBA, Section 8(a) contractor

11. Provisioning

12. Facility contract 

13. M&O Contract

14. Government Furnished Property

Examples of when a Post Award Orientation may not be required (not all-inclusive):

1.  Experienced contractor

2.  No problem anticipated

3.  Low dollar value

4.  Short delivery time

5.  No special requirements

6.  Satisfactory performance on other similar contracts

7.  Post Award conference conducted recently 

          e. Acknowledgement Letters:

Acknowledgement letters are no longer required to be issued by CMOs where Alerts is operational and in use.   The Contract Management Team (CMT) Locator will be the vehicle used to identify the DCMA team members to the buying commands.  The CMOs must keep the information current and accurate in the Alerts Tool Suite.

f. The Contract Management Team (CMT) Locator:
To find the CMT Locator, go to the DCMA home page or use

http://alerts.dcmde.dcma.mil/srk/owa/alerts.cmtlocator   



	DCMA Alerts Contract Management Team (CMT) Locator

	Welcome. This is NOT the DCMA Alerts application.


This site is for finding CMT team members. If you wish to submit a CPSS request, please use the DCMA Alerts application. 
If you have any questions about the DCMA Alerts application, refer to the DCMA Alerts Customer Assistance Web Site. 
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Bottom of Form
	Top of Form

CAGE: [image: image5.wmf]


[image: image6.wmf]L

i

s

t

 

C

M

T


Bottom of Form
	Enter a Contract number (PIIN/SPIIN) and it will lookup the cage and CMT or enter a CAGE code and the system will display the assigned team members for that CAGE code. Most large contractor facilities are assigned by PIIN/SPIIN. 
For an International Contract Management Team and CAGE Code information not found through the CAGE Search, visit our DCMD International web site. 
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Bottom of Form
	Enter a DCMA CMO DODAAC code and DCMA function to display the list of names in that CAO that perform that function. 






If you need to search for a CAGE, try the DLIS CAGE Code Search page. 
If you need to search for an organization DODAAC, try the DFARs Appendix G site. 
If you need to find a Preaward Survey Manager, try the DCMA PSM CMO Listing page. 
List DCMA CMO DODAACS 



23,106 page hits since 21-Jun-2002 49.5 per day. 467 days. 

DCMA Alerts Customer Support 
DCMA Home 
aehq - Last Modified: 1-Nov-02

DCMA Alerts CMT Locator


CAGE: 81855 
Contractor: EAGLE PICHER TECHNOLOGIES LLC 
C & PORTER STREETS 
JOPLIN MO648010000 

Contract Admin by DODAAC S2401A DCMA Twin Cities 

	Function
	Name
	Title
	Phone
	DSN
	Email

	ACO
	ANITA R WIGGANS
	ACO
	316-299-7279 
	
	Anita.Wiggans@dcma.mil

	IS
	PAUL K HARRINGTON
	IS
	417-781-3968 
	
	Paul.Harrington@dcma.mil

	QAR
	JOHN EUBANKS
	QAR
	417-623-8000 402
	
	John.Eubanks@dcma.mil

	CA
	KRISTINA G WITT
	CA
	417-781-3948 
	
	Tina.Witt@dcma.mil

	PI
	DON SNYDER
	QAR/PI
	417-781-8720 
	
	Don.Snyder@dcma.mil

	LDR
	JAMES M PLAYFORD
	TEAM LEADER
	316-299-7264 
	
	Jim.Playford@dcma.mil




Back to query form 
Data pulled: 01-Oct-2003
Where Alerts is not yet operational, the designated functional team member  should prepare an acknowledgement letter to the buying command.  No letter is required in situations where the CMO deals with a single contractor.  A copy of the acknowledgement letter  should be kept in the official contract file.

g. Maintaining Conformed Copy of Contract in EDW:

CAs/ACOs and others responsible for contracts with numerous modifications can have difficulty keeping track of current contract requirements. Historically, many have overcome this problem by keeping a conformed hard copy of the contract that is continually marked-up and cut & pasted to always reflect current contract requirements.  Having this conformed copy of the contract can make it easier for the CA/ACO to keep up on current contract requirements.

h. Monitoring Special Contract Clauses - Section H

CMOs need to pay greater attention to the management and monitoring of special contract clauses, usually found in Section H of the contract.  Inadequate monitoring of special contract clauses can cost the Government millions of dollars.  This may impact contract performance, and funds owed the Government.

Techniques that may be helpful in monitoring Section H clauses can also be annotated in the Outlook calendar as a recurring event.  The ACO, or anyone designated, will then get a notification in their email that a review of the contract is due. 

 i.  Criteria For CAR Part A – Assignment:

CAR Part assignments:  On initial input into the system, a contract is automatically assigned to Part -A or -B depending upon the (a) dollar value (b) R9 Coded Remarks, (c) special Contract Provisions related to payment (d) special Contract Provisions related to proper contract administration.

a.  Dollar Value:  all contracts (or Orders) valued at $100,000.00 or more will automatically be assigned to Part -A.  Contracts valued at less than $100,000.00 that are Firm Fixed Price (code 1 J) will be assigned to Part -A only if one or more of the following additional conditions are met. (Not all-inclusive):

(1)  The Contract has been assigned Production Surveillance Category 1.

(2) The Contract has been assigned for Property Administration  (i.e. PA code present).

(3) The Contractor has been assigned a Small Disadvantaged Business code A (formerly Code N).

(4) The Contract is classified.

(5) The Contract has been received for Support Administration, and the ACO function is required (i.e., Functional Limitation Code 6).

b. R9 Codes, Standard ACO Coded Remarks, and clarifying explanations.                

           (Not all-inclusive):

(1)    R9 Code 01: NON - DoD REIMBURSEMENT CONTRACTS

(2)    R9 Code 02: PATENT RIGHTS REPORT

(3)    R9 Code 03: SPECIAL TOOLING REPORT DUE

(4)    R9 Code 04: SPARES PROVISIONS

(5)    R9 Code 06: UNPRICED ORDER

(6)    R9 Code 08: DEMILTARIZATION CLAUSE REQ. FOR FINAL PAYMENT

(7)    R9 Code 09: TERMINATED FOR D OR C

(8)    R9 Code 17: PRODUCTION PROGRESS REPORT DD 375 DUE FROM 

                             CONTRACTOR

(9)    R9 Code 22: TRANSPORTATION OF SUPPLIES BY SEA

(10) R9 Code 23: NOTICE OF AWARDS - HARD COPY REQUIRED

(11) R9 Code 27: SMALL BUSINESS ADMINISTRATION (8(a) PROGRAM)

                               CONTRACT

(12) R9 Code 42: NEGATIVE PREAWARD SURVEY

(13) R9 Code 52: DD FORM 250 NOT REUIRED EXCEPT FAST PAY

(14) R9 Code 54: PRIME ADMINISTRATION (LESS PAYMENT) OTHER

                               DISBURSING OFFICES

(15) R9 Code 56: MANUAL CLOSEOUT BY ACO

(16) R9 Code 60: RGTS DATA / SFTWR 52.227-7013

(17) R9 Code 61: RESTRV MK DATA 52.227-7018

(18) R9 Code 62: RESTRV SFTWR 52.227-7019

(19) R9 Code 63: RESTRICTIVE MARKING REVIEWED BY ENGINEERING

       c. Special Contract Provisions:

(1) SCP Code A:  The contract contains a Liquidated Damages Clause.

(2) SCP Code C:  The contract contains Progress Payment Provisions/BOA 

                               Orders under $100,000.00 will be in Part B until the first 

                               Progress Payment is paid.

(3) SCP Code F:  A First Article/Pre-production Sample is required.

 d. Kind & Type of Contract other than 1J.

(Source:  Appendix A-1, Trusted Agency Procedural Guide, 1998)

    j.  Check MOCAS before writing a modification in the ACO Mod Module: 

Before writing a modification in ACO Mod Module, you must verify that the contract is actually in MOCAS.  Sometimes a contract will be seen on line but a hard copy has not been received by DFAS so the contract is in a backlog status awaiting hard copy.  

Per the Standard Operating Procedures (SOP) for Trusted Agents, paragraph 5.e, in the Trusted Agency Procedural Guide, 1998, "No correction/actions will be made to MILSCAP transmissions until receipt of the hard copy document at DFAS.  This includes even minor changes, i.e.: Production Surveillance (category) 1or2."

To verify that a contract is in MOCAS:

- Log onto MOCAS

- Go to YCU2

- Go to "8" (MOCAS Inventory Update - CT8000)

- Go to "4" (Document Inventory Inquiry - CT8040)

Look for HC-REC-IND: (hard copy receipt indicator) if 2 or 3 then awaiting Hard Copy.  Do not try to create a modification in ACO Mod Module because the mod will reject because the contract is not in MOCAS.

[PLEASE NOTE:  DO NOT relieve the hard copy tracking for the contract without making sure a hard copy of the contract has been received by DFAS.]

 k. Verify ACO Mod Data Integrity:

- MOCAS: The on-line MOCAS system or REVEAL reports will be used to verify that MOCAS was correctly updated with the all the ACO modification information the next day after the nightly batch cycle.

- Reports for ACO Mods include:

UNMA030G - Accepted ACO Modifications

UNMA010G - Rejected ACO Modifications

- Verify that all the applicable changes on the mod are reflected in MOCAS but remember, some changes do not update MOCAS.

l. Hard Copy Tracking:

- Pen and Ink changes are not allowed. Any Changes to a modification must be done by initiating another modification.  

- The hard copy of the mod and the mod that is on EDA must be the same.   Discrepancies must be resolved by issuing a new modification. 

m. Relieving Hard Copy Tracking For ACO Mod Module Modifications:

-  A time-saving MOCAS enhancement for DCMA was installed in March 2003. This enhancement will automatically perform hard copy tracking relief for successfully transmitted EDI or MILSCAP ODO contracts, PCO modifications on ODO contracts or on ACO issued modifications. In addition to automating the hard copy tracking relief process, this should also preclude loss of ODO contracts via the MOCAS 60 day purge program. 
-  The new enhancement will work as follows:

The first nightly cycle after installation will result in release of any of the above mentioned documents from the UNMC700e with an "aging date" greater than 000 days and a HC Indicator of "2". The auto-relieved documents will then follow the normal MOCAS flow. Specifically, the HC Indicator on the MOCAS Document Inventory Record will change to a "4" (meaning HC tracking relieved) for one day and that cycle date will be contained in the HC Receipt Date (view under YCU2, Function 8, then Function 4). The next nightly cycle will result in the "4" changing to a "blank".

-  Thereafter as new EDI/MILSCAP documents accept into MOCAS and process, they will reflect an aging date of 000 on the UNMC700e and a HC Indicator of "2" on the Document Inventory Record. The "2" will remain for one day, change to a "4" for one day and then become blank. 

-  The criteria used by the program to determine ODOs and ACO modifications is as follows:

a. ODO: The program reads the pay office on the Contract Data Record and if the pay office DoDAAC is not a MOCAS Pay Office (e.g., HQ0337 or HQ0338) it is considered an ODO.

b. ACO Modification: The program reads the "Issued By" DoDAAC on the Inventory Record for the HC "2" documents and if the DoDAAC is that of a DCMA CMO, the hard copy tracking is relieved. If the DoDAAC is NOT a DCMA CMO, the program does not consider the modification an ACO issued document and hard copy tracking is not relieved.

-  DFAS elected not to have MOCAS automatically relieve hard copy tracking of MOCAS paid contracts and PCO modifications against MOCAS paid contracts. Therefore, DFAS is still responsible for verifying contract data in MOCAS against the hard copy/image of the contract and manually relieving hard copy tracking. If DFAS fails to relieve HC tracking within 60 days of receipt into MOCAS, these documents will still be candidates for loss in the 60 day purge program.

-  This enhancement is applicable to EDI/MILSCAP ODOs, PCO modifications against ODO contracts and ACO modifications. It does NOT relieve the CMOs from working the UNMC700e to identify and manually process rejected EDI/MILSCAP ODOs (and applicable mods) and ACO modifications. These rejected documents will carry a HC Indicator of "3" or "1" with an RGS code of 98 (EDI) or 99 (MILSCAP).
n. Unvalidated List:

In accordance with the SOP in the Trusted Agent Procedural Guide, paragraph 5.j.; "Trusted Agents must check the unvalidated list by USER ID no less than once a week to ensure that no contracts are present.  Remember while you have a contract on the unvalidated list, no other user will be able to make corrections or write modifications against that contract.

o. REVEAL REPORTS for ACO Mods:

- REVEAL contains MOCAS generated reports.  The user is able to view reports on-line.  REVEAL replaces ORS.

- Two reports are generated in REVEAL for modifications written in ACO Mod Module.

-- UNMA030G - Accepted ACO Modifications

-- UNMA010G - Rejected ACO Modifications

UNMA030G report - Acceptable errors can appear on the UNMA030G and also on the UNMA010G.  An acceptable error is identified by ***.

- UNMA010G report shall be used to determine why a mod did not pass MOCAS validation.  A hard error is identified on the reports with a single *.  Mods with a hard error will not update MOCAS.  They will need to be researched and input by direct mod input.  They cannot be re-processed thru the ACO Module because the module remembers the mod number and will not allow a duplicate number to be processed.

p.  Converting Various Reports to Word Documents:

There will be times when MOCAS will be off line.  During these times, you can export a report from REVEAL and save it to a WORD document to facilitate your data integrity review.


To begin:  Open up report to be extracted in REVEAL

Go to File

Select: Export

Select: Text & All (for Word)  

(Save Report As) Double Click Right Hand Box 

C:/WINNT/PROFILES/budXXXX/PERSONNAL or select the Drive that your Word or Excel documents reside.

Arrow down until you see NTWORK

File Name: In The Box, Type in the name that you want the report to read, Ex: "PPWorkld.doc".   Delete anything else in the Box.  Click on OK

Message should say, "Export in progress..." The screen now reverts back to the report in the original format as if you have just opened it.

To see your report, Go To WORD, open the file to what you have named it.

Select: File

Select: Page Setup

Select: Margins

Change Margins to the following:

Top     

0.5"

Bottom:

0.5"

Left:

0.5"

Right:

0.5"

Gutter:

0.5"

Header:

0.0"

Footer:

0.0"

Select Paper Size: Change to Landscape; Click on OK
Go To File Menu
Select: Edit

Select: All

Font: Courier New

Pitch: 9

When you are finished with any changes or you just want to save it:

Go To Save As:

Click on Use Suggested Format:

Type in File Name:

 In the Box below Select WORD DOC (The Box is the File Type), otherwise it will Save As a Text File. Conversion is completed.
q. Electronic Data Access (EDA) Website: 

       The EDA Website will be viewed to verify that the mod did post to the Web.  If the mod is not on EDA after 5 days, you will call the DCMA Help Desk at 1-888-576-3262.

r. Local Site Responsibilities:

 The EDA Website will be viewed to verify that the modification did post to the Web.  If the mod is not on EDA after 5 days, you will call the Help Desk and provide the file name ie XXXXXXXX.aco).


It is essential that all contract modification data files post to EDA to help our agency move toward a paperless environment.  DFAS and EDW pull these SF30 data files from EDA.  This is the preferred method even though the CMO can scan the modification into EDW.

There are three folders on the CMO server that need to be checked by someone at the CMO.  They are DCMC_SF30 (East)/DCMC_IN (West), DCMC_ERR, and DCMC_OUT.  If all goes well, the EDA HUB Server picks up the ACO file (.aco or .fil file extensions) from the DCMC_SF30 (East) or DCMC_IN (West) makes a copy of it and puts the file in the DCMC_OUT folder.  (Please note: The user should never put a .aco or .fil data file in the DCMC_OUT folder because the EDA Hub Server doesn’t know to “look” in this folder.  The EDA Hub will never pick up the .aco or file data file from this folder.)

Someone needs to check the DCMC_SF30 (East) or DCMC_IN (West) to assure that the HUB is picking up the ACO files.  If the DCMC_SF30 or DCMC_IN folders are empty, then the person needs to look at the DCMC_ERR folder to see if the ACO files are being rejected. 

If the ACO file is in this folder, it means that the HUB attempted to pull the file but did not accept it and put it in this folder because something was "wrong" with how the mod was written.  Examples of possible causes include use of bolding, underlining, using a form other than Delrina Form Flow Version 1.1, missing modification number in block 2, missing DoDAAC, missing a contract number in Block 10A, and wrong date format in Block 16C. (Should always be YYYYMMDD) or the data file was “SAVED” to the SF30 folder causing a sharing violation. 

These ACO files need to be corrected and put back in the SF30 folder so the HUB can attempt to pick them up again.  There will be a text file with each rejected ACO file identifying the reject.

There are files with the extensions of .ffl and .bak that need to be deleted from the folders.  These files are created when someone opens up the original .aco file in Delrina Form Flow Version 1.1.  These are extra files that are taking up unnecessary space.

If you are having a problem, please call the Help Desk (1-888-576-3262).  You will need to tell the Help Desk if it is an ACO Mod or an EDA problem.  ACO Mod problems include reset passwords, Openlink down, or wrong information on the SF30 Form.  EDA problems include modifications that are not being picked up by the EDA HUB server.

s. Free Form Correction Instructions

One CAO had asked me for instructions on how to correct the Free Form errors.  

These are forwarded to everyone with the caveat that the instructions depict one of 

many ways of accomplishing the task and are general in nature.  Also, users should 

not do this if they are uncomfortable, they should seek hands-on assistance from a 

local computer savvy person.  Under no circumstances should anyone be moving or 

copying files to the dcmc_out directory.  No one should be attempting to modify or 

correct ACOMOD application generated .aco files (e.g. A0000001.ACO or 

B0000000.ACO).

These are some general (mounted drive letters and directory names vary from CAO to CAO) instructions concerning one way of fixing a bad freeform file that has ended up in the dcmc_err folder (directory).  I am assuming a DCMDE standard configuration NT computer:

1. Click on Start

2. Point to Programs

3. Point to ACO Applications

4. Point to and click on ACO SF30 Free Form

5. Click on Data

6. Click on Open Data

7. Click on Select in the Open Form Database dialog box

8. Click on the down arrow to the right of the Drives box

9. Double click on the appropriate drive (e. g. I:)

10.  Double click on each successive folder level until dcmc_err is open

11.  Click on the down arrow to the right of the List Files of Type box

12.  Click on All Files (*.*)

13.  Click on the file to be corrected (e. g. WGWN1002.ACO)

14.  Click ok in Select Database box

15.  Click ok in Open Form Database box

16.  Click Load Anyway in No Header Found box

17.  Make correction(s) to SF30 (e. g. add J to block 1)

18.  Click on Data

19.  Click on Save As

20.  Click ok in Save Data As box

21.  Click on Update

22.  Close Delrina or be absolutely sure that the file is closed so that it can be moved

23.  One way of moving the file

24.  Click on Start

25.  Point to Programs

26.  Point to and click on Windows NT Explorer

27.  Click on plus sign of appropriate drive (e. g. I:)

28.  Click on plus signs of folders in each successive level to find dcmc_err

29.  Click on dcmc_err

30.  Point to file (e. g. WGWN1002.ACO) and right click

31.  Click on cut

32.  Point to the SF30 folder

33.  Right click

34.  Click on paste

35.  At this point the appropriate distiller will come by and pick up the file in a matter of minutes and place it in the dcmc_out folder, if proper corrections have been accomplished.

36.  The .ffl and .bak files that were created in the dcmc_err folder by opening a .aco file can be safely removed.

Some common errors that have been identified in the past include:


   1. Date format incorrect in Block 16c. Should be yyyymmdd

   2. Date missing in Block 16c.

   3. Two or more records in the file.  If you look in the lower left hand corner, it says how many records are in the file you are creating.

   4. Bolding, italics, and underline

5. The EDA is looking for a Valid Payment DoDAAC on the first line of Block 14 on the SF30.  It looks for the following format: PAYMENT DODAAC: XXXXXX, where XXXXXX is a valid ODO Payment DODAAC, e.g., SC0100. If the Payment DODAAC is not entered in block 14, the MOCAS Payment DODAAC will be posted on the EDA Web site

t.  ACO Delivery Order Free Form Instructions:

DELIVERY ORDER INSTRUCTIONS
            This instruction explains how to create delivery orders on DD Form 1155 and Standard Form 1449 and how to publish the documents to Electronic Data Access (EDA). Form Flow Filler Version 2.23.2 shall be used to complete the two new forms when issuing a delivery order. 

1. You need to access the correct forms.  The correct forms are located in the ACO Mod folder.  To open up the correct form, you should double click the appropriate icon in the DCMA Apps/ACO Mods Folder. 

2.The DD1155 and SF1449 forms are installed on your computer in the c:\acomod\sf30app folder.  If they were not installed, they may be installed from the Unicenter TNG Software Delivery Option Catalog.  If you have questions or problems with the installation of the forms or icons, call the DCMA Help Desk at 888-576-3262.           

3. You should create a new folder on your C: drive to save your in-process and completed orders.  (Please note that you have to do this only once.)

You can create the new folder in MS Windows Explorer by: 

A. Click on c:\ACOMOD, 

b. From the Menu bar, click on FILE  

c. Click on NEW

d. Click on FOLDER. 

e. Name the folder,  _MYORDERS, and hit enter. 

(Placing the underscore in the first position will put the folder first on the list and make it easier to access.  This folder will provide a convenient place to store completed and in-process files and allow the ACO to drag and drop or copy and paste completed files to the SF30 folder for EDA processing. 

4. Please note that Delivery Orders will be placed in the same folder for EDA processing as SF30s are (SF30 folder).   

(DO NOT Save orders to the SF30 folder while the file is open in Formflow.  This will cause a sharing violation that will lock up the EDA hub site distiller that picks up your files for processing to EDA. )

(DO NOT Save or open your order while in the SF30 folder.  This will also cause a sharing violation.) 

5. All orders must be manually input to MOCAS.

u.  CREATING A DELIVERY ORDER 

Determine what the correct contract and order number is.  A log to track delivery order numbers along with the file name is a good idea.  As the number of orders increase in your folder, keeping a log will help you locate your order in your folder by helping you associate the file name with the contract/order number.   (The Help Desk can locate a file name much quicker than a contract/order number.)

1. From your Desktop, open the DCMA Apps folder

a. Open the ACO MOD sub-folder

b. Click on the DD1155 or the SF1449 icon.  

2. The DD1155 or the SF1449 Form will open in Form Flow Filler V2.23.2. The first time you launch the form, it will be blank. 

3. Once the form is open you can click your cursor into each block and enter data.

a. When the form is completed, select ‘Data’ from the menu and ‘Update Record’.

b. When your data has been updated, select ‘Data’ from the menu and ‘Save Data As’.

c. Click Browse ( select the drive and your personal folder, e.g., c:\ACOMOD\_MYORDERS, and ( select “All files (*.*)” from the “List Files of Type” field.

d. Change the file name in accordance with the file naming convention. File names shall be eight characters. 

a. The file name for the DD 1155 is, xxx50001.115, where the first three characters are your ACO code, fourth character designates the form, the last four characters are the sequence number and the extension is .115. (This file naming convention will ensure there are no duplicate file names.)

b. File names for the SF1449 will follow the same format, with a 4 in the fourth position and .144 extension.

c. After changing the file name, ( click OK ( then OK again. 

d. When asked to specify the records to save to the new database, select current record. 

4. If you are a contract administrator you shall send the order to the ACO for their review and signature.  You can email the .115 or .144 file to them.  

a. First open up a new email message.

b. Short message to the ACO to notify them of the order for their review.  

c. Insert the .115 or .144 file into the email by going to your C:\_myorders folder ( select the file ( click insert.

d. Send the email to the ACO.  

5. The ACO shall save the attachment to their C:\_myorders folder and then 0pen the .115 or .144 file in Form Flow.

Please note that you cannot open the file in your folder because it attaches to the wrong form.  You must always go back to the “new” application to open up your file

a. Go to DCMA Apps then double click on the ACO Mod folder

b. Double click on the DD1155 ( select DATA from the menu ( then OPEN DATA. 

c. The ACO can browse to their C:\_myorders folder and open the file. Don’t forget to select All Files (*.*) to see all files in your folder. 

d. When the order is signed by the ACO, the ACO shall drag and drop or copy and paste it from their personal folder to the SF30 folder (same folder you use to process SF30 modifications to EDA).

6. After the ACO moves the file to the SF30 folder for processing to EDA, check the DCMC_OUT folder to see if the DCMA EDA Hub Site picked up the file.

7. If it’s not there, look in the DCMC_ERR and DCMC_REJ folders to determine if your file was rejected. 

a. DO NOT OPEN FILES IN THE DCMC_IN OR SF30 folders, this may result in sharing violation and cause the distiller at the EDA Hub Site to hang up.

b. If your file rejected, you will find the .115 or .144 file and a .txt file with the same file name as your .115 or .144 explaining why the order failed validation. 

8. You are responsible for re-working the order and placing it back into your SF30 folder for processing to EDA. 

a. If re-work is necessary, remember to open the file using the DD1155 or SF1449 located in DCMA Apps, ACOMod folder.

b. Do not open the file by double clicking on it.  If your file was processed successfully, it will move to the DCMC_OUT folder.

9.  If your file is not in the DCMC_ERR folder or DCMC_REJ folder, verify it is in the DCMC_OUT folder. The DCMA EDA Hub Site has successfully processed the files located in the DCMC_OUT folder. 

10.  Posting to EDA should happen in about 2 –3 business days. 

c. You should logon to the DoD EDA Web Site, http://eda.ogden.disa.mil, to verify the file was successfully posted.

d. System problems can cause your file not to post in a timely manner. If it hasn’t posted in three business days, call the DCMA Help Desk and provide file names of documents not posted.

v.  ACO Modification Module & Freeform Payment DODAAC Instructions 

A new capability has been added to the 12 DCMA Electronic Data Access (EDA) Hub Sites to pull the Payment DoDAAC from line one in Block 14 of the SF30 and build it into the EDA index file that is sent to DISA Ogden when posting ACO modifications to EDA. This capability was added because the Payment DoDAAC is not a field on the SF30; however, it is a required index field for posting to EDA. Previously, the DCMA EDA hub sites system generated the MOCAS (DFAS) Payment DODAAC into the index based on the Administration Code entered on the SF30. However, the MOCAS Payment DODAAC is incorrect for contracts paid by an “other disbursing office” (ODO) outside MOCAS. The wrong payment DODAAC in the EDA index causes problems for vendors using Wide Area Work Flow. The Payment DODAAC is system generated on the invoice from the EDA contract index or index from the last modification issued against the contract. It also causes problems for EDA users that need to query by payment office.

Administrative Contracting Officers are required to type the Payment DODAAC on line 1 of Block 14 on all SF30 modifications issued against contracts paid by an “other disbursing office” (ODO).

The following shall be typed, PAYMENT DODAAC: XXXXXX, where XXXXXX is a valid ODO Payment DODAAC, e.g., SC0100. If the Payment DODAAC is not entered in block 14, the MOCAS Payment DODAAC will continue to be system generated into the EDA index. 

1. To ensure that your modification contains the correct Payment DoDAAC in the EDA index when using the ACO Modification Module (AMM) or ACO Mod Freeform, follow these steps: 

a. The following must be typed on the first line of block 14 on the SF30: PAYMENT DODAAC: XXXXXX.                                                           
Note: The words PAYMENT DODAAC are in uppercase, there are no spaces between the word DODAAC and the colon, a space follows the colon, XXXXXX denotes a valid Payment DODAAC, e.g., SC0100, the DODAAC should be typed in upper case, do not use bold/underline/italics, the modification text should start on line 3 of Block 14. 

2. If a modification is done in AMM that changes funding on two or more ACRNs, block 14 of the SF30 will be locked and will not allow entry of the Payment DODAAC. The following steps are recommended if the contract is an ODO, to ensure the correct Payment DODAAC is built into the EDA index: 

a. Open the SF30 in the ACO Mod Module, check the blue status bar at the top of the screen for the file name. The file is in a folder with your userid as the name on the same drive as your SF30.

                                                           

b. Close the SF30 in the ACO Mod Module. 

c. Go to ACO SF30 Freeform and open the file by clicking DATA/OPEN DATA, then browse to find your file in your user ID folder, open the file and… 

d. Type the Payment DODAAC in block 14, on the first line, ( select DATA and ( UPDATE RECORD, then ( select DATA and ( SAVE DATA AS. When selecting SAVE DATA AS, you do not need to browse and change the path where the file will be saved since it is already in your user ID folder.  

e. Close the file and freeform 

f. Go back to the ACO Mod Module and send the mod to MOCAS. NOTE: If contract is paid by DFAS from MOCAS and the payment DODAAC isn’t entered in Block 14, the EDA hub site will system generate the MOCAS (correct) Payment DODAAC into the index.

3. If the Payment DODAAC is not typed on line 1 of Block 14 of the SF30, the EDA Hub Site will system generate the MOCAS (DFAS) Payment DODAAC into the EDA index. If an invalid or incorrectly formatted Payment DODAAC is entered, the SF30 file will be rejected when placed into the SF30 folder. The initiator is responsible for correcting the file and resubmitting for processing to EDA if it rejects. 

4. Payment DODAACs entered in Block 14 are validated against a DODAAC table contained on the DCMA EDA hub Site. If the DODAAC doesn’t match one on the table, it will be rejected and must be re-worked. 

If you enter a valid Payment DODAAC and it rejects because it is not on the validation table, it may be added to the DCMA EDA Hub Site DODAAC validation table by calling the DCMA Help Desk.
w.  Blanket mods created in ACO Mods Module:


In the past, situations existed where an ACO could normally prepare a Blanket or Block modification.  With DCMA’s Electronic Data Access (EDA), the ACO must prepare modifications individually, using the ACOMOD module or SF30 FREEFORM, if the ARZ Batch Program cannot be utilized.  

x.     ARZ Modifications:

When workload realignments and other organizational changes are planned by DCMA and need to be reflected in a contract modification, i.e. mass change in pay office; or mass change in administration office, the cognizant District Field Support Representative office will coordinate with the affected CMO and obtain a properly prepared and executed master ARZ (automated) modification.  The Field Support Representative will coordinate the scheduling of the mass modification processing and other details of the “transfer” with DFAS CO JXS.  The effected CMO will get a list of the impacted contracts.  Hard copy modifications can be printed by DMC if requested by the CMO representative.  The modifications will then be mailed to the affected CMO for further distribution. 

y. Example - EDW Workflow Flowchart
Provided is an example, (not mandatory) of an EDW workflow.


In this example, the Procurement Technician (PT) is the designated person, tasked to review 

all incoming contractual documents. This is an incoming contract with a dollar value greater than $100,000.00.  The PT will perform the 'Requirements Review' and 'Data Integrity Review' of the contract, for the purpose of making distribution to the proper specialist(s) in a timely manner.  

In the interim, each of the functional specialists are reviewing the contract for the Requirements review and completing their review by documenting the CRR Check sheet.  Upon completion by the functional specialist, the document is forwarded back to the Procurement clerk.  The intent here is to route the document back to the PT is to ensure the cycle time for contract review is met within the required timeframe.  The document is then routed to the ACO for review and Post Award Determination.

z.  List of Acronyms:

ACAT - Acquisition Category

ACO - Administrative Contracting Officer

AGO - Administrative Grants Officer

ARP - Alternate Release Procedures

BOA - Basic Ordering Agreement

CA - Contract Administrator

CAGE - Commercial & Government Entity

CAS - Contract Administration Services

CMT - Contract Management Team

CDRL - Contract Data Requirements List

CMA - Contract Management Assistant

CMO - Contract Management Office

COC - Certificate of Conformance

CRR - Contract Receipt & Review

DAU - Defense Acquisition University

DCMA - Defense Contact Management Agency

DD Form 1716 - Contract Data Package Recommendation/Deficiency Report

DFAS - Defense Finance and Accounting Service

DI - Data Integrity Review


DIRAMS - DCMC Information Repository Automated Metrics Systems

DISA - Defense Information Service Agency

DOD - Department of Defense

DOE - Department of Energy

DPAS - Defense Priorities & Allocations Systems

EDA - Electronic Document Access

EDW - Electronic Document Workflow

EFT - Electronic Funds Transfer

ENG - Engineering

EVMS - Earned Value Management System

FMS - Foreign Military Sales

FOB - Free on Board

GFE - Government Furnished Equipment

GFM - Government Furnished Material

GFP - Government Furnished Property

I/A - Inspection / Acceptance point

IDIQ - Indefinite Delivery Indefinite Quantity

IDTC - Indefinite Delivery Type Contract

IS - Industrial Specialist

KR - Contract Requirements Review

MILSTRIP - Military Standard Requisitioning & Issues Procedures

MOA - Memorandum of Agreement

MOCAS - Mechanization of Contract Administration System

NASA - National Aeronautics & Space Administration

NPI - Non-Procurement Instrument

NSN - National Stock Number

ODO - Other Disbursing Office

OT - Other Transactions

PCO - Procuring Contracting Officer

PAOD - Post Award Orientation Determination

PAOC - Post Award Orientation Conference

PI - Program Integrator

PT - Procurement Technician

PROCAS - Process Oriented Contract Administration Services

QA - Quality Assurance 

QALI - Quality Assurance Letters of Instruction

RAMP - Risk Assessment & Management Program

SCA - Support Contract Administration

SICM - System Integrated Contract Management

SIS - Supplier Information Service

SOP - Standard Operating Procedure

SOW - Statement of Work

TAMS - Terminated Automated Management System

TIA - Technology Investment Agreement

---------------------------------------------------------------------------------------------------------------------------

END




Find a DCMA Contract Management Team by entering the CAGE, CONTRACT or DODAAC number.
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Appropriate Functional Specialist may document review or use other method to indicate review was completed.
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